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Distribution Process

The NIMCAST is rolled out through a permission-based system. All users will
be invited by the next higher level to complete the assessment. This roll out
will initially reach down to the county and independent city level. County and
independent city incident managers distribute invitations to join the system to
representatives of disciplines covered by the NIMS. This distribution includes
appropriate private-sector and nongovernmental organization representatives.
Discipline-specific representatives may also be invited by the county or city
incident manager to view the NIMCAST online as “read-only” users (meaning
they can view the instrument and all of its functions online, but not fill out the
assessment).

Accessing the NIMCAST

To access the NIMCAST, go to http://www.fema.gov/nimcast .
Registered users should log in using the login box on the right side of the
page, which prompts users to enter their e-mail address and password to
access the system.

First-time users will be prompted to enter their temporary password and
change it to a permanent password. Note that when changing the password,
new passwords must be at least 8 characters long and contain at least one
number or special character.

Submitting the NIMCAST

Step 1. The incident manager should submit a completed version of the
NIMCAST by using the “Submit for Rollup” link on the left side of the
NIMCAST Web page. The instrument will roll up for review using the same
channel by which it was rolled out. Users roll up to the next highest level. For
instance, counties and independent cities roll up to States, and States then
roll up to the Federal Government.

Step 2. At each level of the roll-up process, the NIMCAST must be filled in,
until a Statewide incident management capability and NIMS compliance can
be accurately reflected. The State incident management administrator will
submit the State’s finalized NIMCAST to the NIMS Integration Center for
review.

Navigating the NIMCAST

The following guide provides detailed instructions on using each feature of the
NIMCAST, ordered according to how the functions appear in the Navigation
window once the user has logged in to the tool. Each help topic is indicated
by the red highlighted section of the depicted Navigation toolbar. The user’'s
guide will maximize the benefit of the NIMCAST as both a capability
assessment and a resource tool.
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About NIMCAST

This page provides an overview of the tool, background on its

development, a list of governing authorities, and the purpose of the
NIMCAST. This page can be accessed prior to logging in or once you
have entered the site as a user.
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About NIMCAST

The Mational Incident Management Systern Capahbility Assessment Suppart Tool (NIMCAST) is a selfassessment instrument for State, local, tribal, and private-sector and nongavernmental
arganizations to evaluate their jurisdiction's ability to effectively prepare for, prevent, respond to, and recover from domestic incidents, repardless of cause, size, or complexity. The National incident
Management Systern (MIMS) and, by extension, the NIMCAST are designed o enhance the ability of the United States to manage domestic incidents by establishing a single, comprehensive
system for incident management,

Background

In Homeland Security Presidential Directive (HSPD)-5, Management of Domestic Incidents, the President directed the Secretary of Homeland Security to develop and administer a unified, national
systemn for managing incidents. The NIMS provides a consistent Nationwide approach for Federal, State, local, and tribal governments to work effectively and efficiently together to prepare for,
prevent, respond to, and recover fram domestic incidents, regardless of cause, size, or complexity.

The NIMS incorpaorates the best practices currently in use by incident managers at all levels and represents a core set of doctrine, concepts, principles, terminology, and organizational processes
10 enable effective, efficient, and collaborative incident management at all levels. HSPD-5 requires all Federal Depariments and agencies to adopt the MIMS and to use it in their individual
domestic incident management and emergency prevention, preparedness, response, recovery, and mitigation programs and activities, as well as in support of those actions taken to assist State,
local, ortribal entities.

The Department of Homeland Security (DHS) Emergency Preparedness and Response Directorate developed the NIMCAST to contribute to the establishment of a national baseline for
compliance by all State, local, and tribal jurisdictions with the MIMS. Itwill also include readiness metrics and elements that support the national preparedness goal, including standards for
preparedness assessments and sirategies and a system for assessing the Mation's overall preparedness to respond to major events, especially those involving acts of terrarism.

HSPD-8, National Preparedness, pravides that the primary mechanism for delivery of Federal preparedness assistance will be awards to the States. Federal preparedness assistance will
support State and local entities' efforts, including planning, training, exercises, interoperability, and equipment acquisition for major events as well as building capacity for prevention activities such
as information gathering, detection, deterrence, and collaboration related to terrarist attacks:

Authorities

Haomeland Security Act of 2002

Homeland Security Presidential Directive/HSPD-5, Management of Domestic Incidents,
Homeland Security Presidential Directive/HSPD-8, National Preparedness.

Cepartment of Homeland Security (OHS), Mationar [ncident Management Systern, March 1, 2004

Why Do We Need a Self-Assessment?

Jurisdictions at all levels of government, the private sector, and nongavernmental organizations mustimplement the requirements established in the MIMS in order to apply this comprehensive
national approach. The MIMCAST assists in that compliance by allowing incident and resource managers to assess their current capahbilities and determine what additional actions and
resources are needed to effectively participate in the MIMS.

Additionally, HSPD-4 requires Federal Depariments and agencies to make adoption of the NIMS by State and local organizations a condition for Federal preparedness assistance. The MIMCAST
will facilitate the adoption of the MIMS by State, local, and tribal governments in order to meet the requirement established in HSPD-5.
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A box at the top of each section contains a specific NIMS reference. Each reference is
taken verbatim from the NIMS document and its section and page number in the NIMS
is annotated.

Below the reference area, there are capability assessment statements adopted directly
from the NIMS reference. Note that some NIMS-derived compliance statements are
broken down into several bulleted statements. Additionally, if a NIMS reference has
multiple unique parts, each part may be addressed individually in separate statements;
however, there is only one “YES/NO” question for each NIMS reference section.

The following steps illustrate how to fill out each section:

i National Incident Management Capability Assessment Suppork Tool - Microsoft Internet Explorer

Read the NIMS section
located in the shaded box

=z = o

National Incident Capability

Support Tool
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About MIMCAST
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Accounts
User Permissions
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MIMS Document (pdf)
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Save & Continue >>

Users may voluntarily provide proof of compliance or a compliance strategy in the boxes

at the bottom of the screen.

A boxed question mark: indicates a link to a related online resource. Highlighted
text provides a link to the NIMCAST list of acronyms or the NIMCAST glossary:

fts coordination is the responsibifity of EQCs andior muftiagency coordination entities, as welf as specific elements of the [CS structure,

Both the acronym list and the glossary can also be
accessed through the links in the resources menu that
appears on every page of the site:
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Reports
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Accounts
User Permissions
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Log Out

Once you select Manage
Versions from the Navigation
window, the screen will
display all versions of the
assessment in your account:

Manage Versions

Managing versions allows the user to save up to six versions of the
assessment, including a baseline version. When you first complete the
entire assessment, you will be prompted to name the version. You can
replace old versions with new ones and delete existing versions.
However, this initial baseline version cannot be deleted.

Create New Version
Title
] Baseline72604

A (Current Assessment Data Sef)

Fiscal Year Date
2004

2004

2004-07-26

2004-07-28

In order to create a new version, a baseline (initial) assessment must be completed.
Otherwise, the user will receive the following error message when attempting to create

a new version:

» You must first rate all the gquestions in the assessment before you may create a baseline version.

After completing a baseline version, you may wish to create a new version. You may do
so by selecting Create New Version, located above the titles of any current versions.
The following screen will appear:

Create a New Version.
Saving different versions of your jurisdiction’s data allows you to gauge your program’'s progress over time in improving
emergency preparedness and increasing compliance with the EMAP Standard.

Enter a name for the new version of the data setin the text box below. Then click CREATE VERSION to take a snapshot ofthe

Date: 2004-07-26

Create Version

Cancel |

You will receive the following message if your new version was successfully saved:

Version "Versionll72604" was successfully saved.

Once you have created multiple versions, you can utilize the Reports feature to

compare them.

MANAGE VERSIONS
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About NIMCAST

Assessment
Manage Versions

Reports
Submit for Rollup

Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out

REPORTS

Reports

Viewing reports allows the user to check the progress on a current
version and compare the current version to the baseline and other
versions.

In order to view a report, select Reports from the Navigation window.

\gement Capability Assessment Support Tool - Microsoft Internet Explorer

ks Took  Help

IEL‘ ;‘,|/-‘=55ar:h

. Fema. govfnimcastiReports.do

Command and Management  Frepars fi i Supporting

L . Select the type of report desired
CRheogsDerf:empe of reportyou want to create from the appropriate drop-c| from the drOp dOWﬂ bOX

the data against which you want to compare your first version selection

Click VIEW REPORT to display the report using the infarmation you spe,

Version
Comprehensive Scores
Comprehensive Scores (without notes)
Comprehensive Scores by Section
Comprehensive Scores by Section (without notes) ¥

Compare To
Version

Section

Compliance
Chart Reporis —bw Report
Owerall Score Chart (Stacked Bar) II
Section Summary Charts (Pig)
Overall Score Chart (Fig) hd
Report Descriptions

“ou can generate three different kinds of reports using the different versions of data you have saved.

Table Reports
Summary of Assessment Scores: displays the score totals for each subsection in the account's data set
Comprehensive Scores: displays the scores assigned to each statement in the account's data set, with or without notes written by a user
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About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup Submit for Rollup

Aecounts The user should submit a completed version of the NIMCAST by using
User Permissions the Submit for Rollup link. Users roll up to the next highest account
RS level. For instance, counties and independent cities roll up to States,
Edit My Personal Info and States then roll up to the Federal Government. Submitted versions
Feedback cannot be changed.

Log Out

After selecting Submit for Rollup from the Navigation toolbar, a pop-up
window will appear:

Microsoft Internet Explorer X |

( \‘.:) This will submit your Current Assessment Data Set to your governing

jurisdiction for review. Are you sure you want to continue?

oK Cacel |

Select “OK” in the pop-up window if you are ready to continue. Please note that in order
to submit an assessment for rollup, it must be completed in its entirety. Otherwise, the
following error message will appear:

« You must first rate all the questions in the assessment before you may submit yvour assessment for rollup.

If this message appears, return to the assessment to fill out incomplete sections. If your
attempt to submit a report for rollup was successful, the following message will appear:

Thank you. Your new records were successfully included with others from your governing jurisdiction. In addition, a Version was created that
represents the most recent rollup submitted for the current fiscal year.

The submitted version will be automatically saved as Rollup Submittal:

Create New Version

Title Fiscal Year Date
/] Baseline72604 2004  2004-07-26
] Versionll72604 2004 2004-07-26 X
] Rollup Submittal 2004  2004-07-26

S (Current Assessment Data Setf) 2004 2004-07-26

SUBMIT FOR ROLLUP NIMCAST UsER’s GUIDE
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Manage Versions
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Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out

Accounts

An account is established for each assessment jurisdiction. Al
assessment data is tied to the account, not the users. Even if a user is
removed or reassigned, the data they entered remains in the system.

Accounts are organized in a hierarchical structure based on existing
channels of Federal emergency preparedness funds. The following is an

ACCOUNTS

example of an accounts page. Each account under that jurisdictional
level is itemized on this page.

/3 National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

File  Edit View Favorites Tools  Help

OBack > B I_LI \ELI ” | /.- ) Search ‘v“\( Favarites wMedia 6-‘| o = = é% r\? “:""

Address I@ http: § e, beta Femna, govinimcastfAccounts, do

FEMA | The NIMS Integration Center

I Incident M it Capability A it Support Tool
NIMCAST nrnand and Management Preparedne yurce Management Cammunications and Infarmation
W— Account | Mational: States and Territories j
About MIMCAST
Accounts
Assessment
Manage Yersions
Reports Create New Account
Submit for Raollup Mame Comtact Info Jurisdiction Type State Last Rollup Date
Jo— 8 Alabama State AL nia
User Permissions (g Alaska State AR nia
Rollup Reports
8 American Samoa State AS nia
Edit My Personal Info .
Feadback 8 Arizona State AZ  nia
B Arkansas State AR nia
Log Qut
8 California State CAnfa
8 Colorado State cO nia
MIMCAST Acronyms & _
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About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts

Rollup Reports

Feedback

Log Out

User Permissions

Edit My Personal Info

User Permissions

no overlap in usernames.

Users are identified by their e-mail address, which ensures there will be
Additionally, the e-mail address provides a
secure method to communicate with the user for purposes such as
resetting their password.

The administrator of an account establishes the relationship of each user
to the account; the administrator will assign one of the following

permission levels (listed with their capabilities) to each user:

Read-only
View assessment responses via reporting tools
Standard

Save/Edit responses to survey questions
Administrator

Determine (Add, Edit, Delete) users’ permissions to access the

account

Create accounts below current level

Submit the assessment for rollup to the next level

Manage baselines

The only exception to this separation of capabilities is when an administrator of a parent

account has “inherited” administration permission on sub-accounts.
administrator can assign, edit, and/or delete users to the new account.

administrator cannot fill in the assessment or submit it for rollup.

At this time, the
However, the

The user permissions page displays the users, their contact information, organization,
and permission type for every user on that particular account:

File Edit WYiew Favorites Tools Help

3 National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

OBE‘CK ML "7 I |_L| IELI 'J | f,‘: search u\f Favorltes wMedia 63|

e NE

Address I@j htkp:{ e, beta,Fema, govinimeastPermissions, do

NIMCAST :
| Havigation [
AooULNIMCAST

Assessment
Manage Versions
Reports
Submit far Rallup

Accounts
Uszer Permissions
Rollup Reports

Edit My Personal Infa
Feedback

Log Cut

it Support Tool

omrmand and Management | Prepare

FEMA | The NIMS Integration Center

it Capability A

> Managernent | Cormmunications and Information Managernent | Supporting

Account; | Mational: States and Territaries

Permissions

Add a User

[

Name

€ Jason'Wood

€ Jefi Davis

Email

JasonWood@titan.com

Jefdavis@eyestreet.com

€ Matthew Dawson Matthew. Dawson@Titan.com

€ Ryan McGeary

ryan.megeary@eyestrest.com

€ Shayleen Schutz  shayleen.schut@titan.com

Organization Phone

Titan T03-434-4597 Admin
Eve Street Software T03-966-6739 Admin
Titan Corporation  703-434-1234 Admin
Eve Street Software 571.212.4185 Admin

Titan Corpaoration  703-434-4155 Admin

Permission Type

XX XX

USER PERMISSIONS

NIMCAST UsER’s GUIDE




If you are an administrator, perform the following steps to assign permissions to users
under your purview:

/Z} National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

File Edit “iew Favarites Tools Help

OBack il > B Iﬂ IELI ;\J | /7‘: Search *

Address I@j htkp: ffwnes beta, fema. govfnimcastfAccounts. do

r
\':

* Favorites w'Media 6’-‘!

i The NIMS Integration Center

it Capability A it Support Tool

nrmand and Managerment ce Management mmunicati

s and Infarm:

rccount | State: Yirginia j
Ahout MIMCAST Local: Franklin -
Accoullocal Franklin City
Assessment Local: Frederick
Wanage Versions Local: Fredericks City
Reports Grests Local: Galax City
Subrnit for Rollup Nar | qcql Giles Type State Last Rollup Date

g Acc|Local Gloucestar

A t
User Permissians @ Abilocot G Select the account
Rollup Reparts :
; @ oo e . you want to allow the
it My Persanal Infa e Aleghany Tocal
Feedhack user tO access
B Amelia Lacal
Log Out
B Amherst Local

| _Resources [ P Ry N———
MIMCAST User's Guide [pdf -
MIMCAST Acromms €8 Arlington Local VA nia

e =S

Local WA nia

After selecting the appropriate account from the Accounts page, click on User
Permissions in the Navigation window.

B National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

File Edit %iew Favorites Tools  Help

OBack > Iﬂ IEL‘ ;‘J ‘ /-\‘Search :\, Favatites @Med\a {“

Address I@j http: ffvmnw, beta, Fema, gov/nimcast [Permissions.do

FEMA : The NIMS Integration Center

SEUAPS

National Incident Capability Support Tool

NIMCAST ammand and Manage +! Supporting Tes
| Mavigation |Gt |State'\firgima j
Ahout MIMCAST

Permissions

Assessment
Manage Versiohs Add a User
Reparts

Submit for Rollup Name Email Organization Phone Permission Type

LT € Elizabeth Prevatt  elizabeth.prevatt@titan.com Titan Corporation 7034344145 Admin *
User Permissions
Rollup Reports

 leff Davis jefl davis @eyestrée Eye Street Software 703-966-6739 Admin *

£ Matthew Dawson Matthew.Dawson@Titan.com

an Coae s

Select “Add a User”

Edit My Personal Info
Feedhack £ Shayleen Schutz - shayleen. schutz@titan.corn Titan Ca

Log Qut
MNIMCAST User's Guide [paq

MNIMCAST Acronyms
MNIMCAST Glossary

This selection will take you to the following page:
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File:

Edit  Wiew Favorites Tools  Help

i National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

%

o
<
3

&

Enter the user’'s e-mail address and select

QEaEk - - Iﬂ ﬂ ;\,‘/._Gearch ‘:‘:‘\?Favur\tes P reda £

the permission type that you are granting

Ahout MIMCAST

Assessment
Manage Yersions
Reports
Submit for Rallup

Accounts
User Permissions
Rollup Reports

Edit My Personal Info
Feedback

Log Out

| _Resources
MIMCAST User's Guide [paq
MIMCAST Acranyms
MIMCAST Glossary
Assessment [pdf

Freparedness
MIMS Fact Sheet
MIMS Document [paf]

NAL INCIDENT
MENT SYSTEM

Select the “Next

If the e-mail address entered belongs to a user already in the database, the user will

then be assigned an account.
information on this page:

A National Incident Management Capal
Edit

File: Wiew Favarites  Tools  Help

If not, you will be asked to enter the user’s personal

Assessment Support Tool - Microsoft Internet Explorer

OBa(k - Q- ﬂ \EL‘ ;‘J|/-‘= search \j’\j{Favuntes @ redia L2

T A é%@jj

Address [{] http: fwww beta. Fema.oviimeast jPermissionNewSubmit.do

tion Manag

infAavimnAtian FAav taA t oA~~~ ETEEES
ubrmit far Rollup

Accounts
User Permissions
Rollup Reports [~

Edit My Persanal Info

Feedback Email:

L i Phone:

| _Resources I Ve

MNIMCAST User's Guide [pdq

MNIMCAST Glossary
Assessment [pdf

Account |State Wirginia

Provide contact Register a New User

To request a new user account, enter the information requested and click on Register. A ternpaorary passwaord will immedia

Wtion:

MNIMCAST Acronyms Permission Type: | Admin -

=

|e|\zaheth prevat@titan.com

Virginia

Cancal

Preparedness
NIMS Fact Sheet
MNIME Document (paf
NATIONAL INCIDENT
MANAGEMENT SYSTEM

Select the “Register”

hiittan

The user will get an e-mail with a temporary password.

USER PERMISSIONS
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Assessment
Manage Versions
Reports

Submit for Rollup

Accounts
User Permissions

Rollup Reports

Edit My Personal Info
Feedback

Log Out

/i National Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

Tools

File Edit View Favorites

Rollup Reports

Once one or more users under your jurisdiction have submitted reports
for rollup, you can utilize the Rollup Reports feature to view and compare
assessments from these sub-accounts.

Help

Qe - O - [ 2

Jsearch ¢ Favorites @Y Media &(‘ - i [F 4% P 3

”‘/-

NIMCAST
| Havigation [

Agzessment
Manage Versions
Reparts
Submit for Rollup

Accounts
User Permissions
Rollup Reparts

Edit My Pergonal Info
Feedbac
About NIMCAST

Log Out

[ Resources I

MIMCAST Actonyms
MIMCAST Glossary
Azgessment (pdf)

Preparednass
MNIME Fact Sheet
MIMS Document (pdf)

Address [&] hitp: fuwm. beta. Fema. govfnimeast fRolupReports. do

States and Teniterizs - Shayleen Sehutz [Admin]

Account |Natlnna\' States and Territaories j @Questmnsicummams
Rollup Reports

Choose the type of report you want to create fram the appropriate drop-down menu
the report.

Then identify which localities you want to repart an. If applicable, choose which section you want ta focus on in

Click VIEW REPORT to display the repart using the information you specify.

No subaccounts have submitted rollup data to this account yet.

Rollup Report Descriptions

‘You can generate two different kinds of reports using the different localities heneath this account.

Table Reports

Rollup Summary of Assessment Scares: displays the scare totals within the subsections totaled amongst the selected subaccount's most recent rollup submittals

Rollup Comprehensive Scares: displayes the scores totals assigned to each statement for the selected subaccount's mostrecent rollup submittale

Rollup Comprehensive Scores by Section: overiew of the scores totals assigned to each staterment within a given section for the selected subaccount's most recent rollup submittals
Rollup Summary by Accounts: displays the compliance percentage for each chapter grouped by each selected subaccount in alphabetical order

Rollup Trending by Fiscal Year: displays the compliance percentage for each chapter grouped by the available fiscal years for the selected subaccounts,

Chart Reports

Rollup Overall Score Chart (Stacked Bar): displays all scores across the five sactions in a stacked bar chart

Rollup Overall Score Chart (Piej: displays a pie chart showing YES, MO, and unrated scores for all ofthe sections

Rollup Section Score Chart (Piel: displays a pie chart showing YES, NO, and unrated scores for one section

Rollup Trending by Fiscal Year (Ban: displays i trending ir ion across fiscal years for the selected subaccounts.

RoOLLUP REPORTS
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About NIMCAST

Assessment
Manage Versions
Reports

Submit for Rollup

Accounts
User Permissions
Rollup Reports

Edit My Personal
Info

Edit My Personal Info

This screen allows the user to ensure the accuracy of their contact
information and change it if necessary. Itis a good idea to visit this page
the first time you enter the site to ensure your administrator entered all of
your personal information correctly.

Feedback ZiNational Incident Management Capability Assessment Support Tool - Micrasoft Internet Explorer
Fle Edt Wiew Favortes Tools Help
\ A Y y 1 3
Lug Qut Gﬁack - - ﬂ |EL| o ‘ ) search & O Favorites (Y Madia {{14‘ NN é% P by &

frimcastiUserSelect, douserld=1004

8 FEMA @ The NIMS Integration Center

Address [Z] hitp:fumm beta.fema gov

Mational Incident Capability Support Tool
NIMCAST Command and |-1.an.a-;ement§ Preparec anagement ; Communications and Information Manage
m— Account | Mational States and Territories j
Assessment
Manage Versions Edit User Information
Reports To edityour user information, enter the infarmation requested and click on Edit User

Submit for Rollup

Accounts

User Permissions

Rallup Reports Name: IShayleen Schutz

Edit My Persanal Infa Qrganization IT\tan Corporation

Feedback

About NIMCAST Email shayleen. schutzigtitan. com

Log out Phone [703-434-4155
m Edit User Cancel

MIMCAST Acronyms

MNIMCAST Glossary
Assessment (pdi)

Preparedness

EDIT MY PERSONAL INFO NIMCAST UsER’s GUIDE
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Navigation

About NIMCAST

Assessment
Manage Versions

Report
sjsn?nitS for Rollup Feedback

Accounts After completing the NIMCAST, users are encouraged to fill out the
User Permissions

Rollup Reports feedback form accessible from the Navigation toolbar. Please note the
form includes space for additional comment. Users are encouraged to

Edit My Personal Info share any relevant feedback not covered in the existing form.
Feedback

Once submitted, the form is sent to the NIMS Integration Center.
Providing feedback gives users the opportunity to participate in the
continual improvement of the NIMCAST. Feedback will be reviewed

frequently and incorporated into the regularly scheduled revisions of the
NIMCAST.

Log Out

-jNational Incident Management Capability Assessment Support Tool - Microsoft Internet Explorer

File Edt View Favorites Tools  Help | -

Qo - ©) - [x] [2] 0 | ) soarch ¢ Favertes @ Media &| 1= L@ 3

Address ] http:JJwmw.beta fema, gov nimcast {Feedback.do | B |unks »
&4 FEMA | The NIMS Integration Center

National Incident Management Capability Assessment Support Taol
NIMCAST { Command and Management | Praparednass | R

r—
Virginia - Shayleen Schutz [Admin]

e Management : Communications and Information Management ; Supporting Technologies §

| Navigation LTI [State: Virginia. =l

About NIMCAST

Bausstionsicorments

Feedback

Assessment The NIMCAST is a sel-assessment support tool that serves to facilitate the implementation and uge ofthe MIMS. Feedback from the MIMCAST users is critical to the
Manage Yersions effectiveness and future improvement of the tool. Please fill outthe form provided and click Submit Feedback. Please list suggestions of how the NIMCAST might be
Reports improved at the end of the form.

Submit for Rollup

Accounts
User Permissions
Rollup Reports 1. The amount of time needed to complete this assessment is:
Edit My Personal Info  Too Long
Feedback  Reasanable
-
Log Out Too Short
[ Resources 2. The online tool was:
NIMCAST Acronyms  Easyto use and understand
NIWEAST Blossary  Difficult to use and understand
Assessment (pdf)
Preparedness z.llaléirsers::g.ces (e.g. glossary, acronym list, links to related Internet sites) in the
MIMS Fact Sheet o=

© very helpful
© Somewnhat helpful
" Mot at all helpful

4. As a NIMS-compliance measurement tool, the NIMCAST:

© Will aceurately reflect the jurisdiction’s level of NIMS implementation
" will samewhat reflect the jurisdiction's level of NIMS implementation
© Will not accurately reflect the jurisdiction’s level of NIMS implementation

Search FEMA.gov 5. Please provide any additional comments or suggestions in the space provided
below:
Go
» Search Tips B
Submit Feedback | Cancal |
&1 [ [ |4 nternet Y

FEEDBACK NIMCAST UsER’s GUIDE
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About NIMCAST

Assessment
Manage Versions

Rl Log Out

Submit for Rollup

Accounts It is important to log out after each session to ensure the security of your
S L account. To log out, click the Log Out button in the Navigation window.
You will be automatically transferred to the NIMCAST introduction
Edit My Personal Info screen. A yellow box at the top of the page will indicate that your log out

Feedback was successful.

Log Out

igement Capability Assessment Support Tool - Microsoft Internet Explorer

s Tools  Help

E’I _;‘,|/."15earch v\, Favortes  @l® edia 6“ - iz = é% @ 3

s Fems. gov/nimcast/Logoff.do

The NIMS Integration Center

Log out successful. @

Welcome to the NIMCAST!

| What is the NIMCAST?

Email:
MIMCAST stands for Mational Incident Management System Capabhility Assessment Support Toaol. The NIMCAST is a web-based self-
assessmenttool designed to aid Federal, State, local, and fribal organizations and jurisdictions in determining their capahilities and
compliance againstthe requirements established in the recently released National Incident Management Systern (MIMS)

Password:

e

Wiould you lik
password?

Did you forge

What does the NIMCAST do?

The NIMCAST is designed for incident and resource managers as a comprehensive sel-assessment support tool. The NMIMCAST allows users
to assess the current statusilevel of their respective jurisdiction's or organization's incident preparedness againstthe reguirements outlined in
the NIMS. Using the NIMCAST as a method of identifving weaknesses inincident preparedness will assistincident and resource managers to
become compliantwith NIMS by FY 2005, as required by the NIMS. Az a self-assessment supparttool, the NIMCAST not only aids users o
become compliant with the NIMS, but also supports incident and resource managers seeking to enhance and maximize the effectiveness of their incident preparedn

\dem@mu and acquwrina resources.
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