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Summary
This Kit, the National Incident Management System (NIMS) / National Response Plan (NRP) / Homeland Security Plan (HSP) Implementation Kit (NNHIK) will accomplish the following objectives:

1.
Completion of an executive order (or similar legal document) substantially the same as the sample executive order provided by the NIMS Implementation Center (NIC) found in Attachment C formally adopting NIMS in the jurisdiction. This executive order must be completed, signed, and received by WOHS on or before September 30, 2005.
2.
Development and implementation of a NNHIK, which will ensure the following:

a.
Review and update of the county Homeland Security plan to comply with the National Incident Management System (NIMS).

b. Review and update of the county Homeland Security plan to comply with the National Response Plan (NRP) and the Wyoming Response Plan (which replaces the Wyoming Event Management Plan).
c. The County NNHIK must be completed signed and submitted to WOHS by September 30, 2005.
d. Completion of a coordination draft of the county Homeland Security plan, submitted to WOHS for review, and formal promulgation started on or before September 30, 2006.
e. Promulgation of the county Homeland Security plan, which fully implements NIMS, meets Wyoming statutory requirements, and is consistent with the NRP. The County Homeland Security plan must be promulgated, signed by all jurisdictions, and submitted to WOHS on or before September 30, 2007.
3.
The NIMS/NRP/HSP Implementation Checklist (below) identifies key activities and provides a suggested timeline for the implementation of this Kit.
	NIMS/NRP/HSP Implementation Checklist

	Step
	Action
	Reference
	Target Date
	Completion Date

	1
	NIMS Implementation Executive Order
	Annex C
	
	

	2
	Identify Key Personnel
	Figure A
	
	

	3
	Complete NIMCAST Assessment Tool
	Annex D
	
	

	4
	Establish County NNHIK Team
	Figure B
	
	

	5
	Identify Current Emergency Operations Plans
	Figure L
	
	

	6
	Identify Current Supporting Plans Needing Review and Revision
	Figure H
	
	

	7
	Develop Schedule for Review and Revision of Current Plans
	Figure I
	
	

	8
	Identify Current Training Programs
	Figure F
	
	

	9
	Identify Current Exercise Program
	Figure G
	
	

	10
	Identify Training Requirements
	Figures D & E
	
	

	11
	Inventory of Mutual Aid Agreements
	Figure K
	
	

	12
	Establish Timeline for Developing a NIC Compliant Inventory of Resources
	Figure J
	
	

	13 
	Complete NNHIK Crosswalk
	Section VII
	
	

	14
	Implement NNHIK with CEO Signature
	Foreword
	
	

	15
	Signed NNHIK Received at WOHS
	
	9/30/05
	

	16
	Checklist for a NIMS-Compliant HSP
	Figure M
	
	

	17
	Complete Revisions to all supporting Plans
	
	9/30/06
	

	18
	Complete Coordination Draft of Homeland Security / Emergency Operations Plan
	
	9/30/06
	

	19
	Coordination Draft Received by WOHS
	
	9/30/06
	

	20
	Homeland Security /Emergency Operations Plan fully Promulgated
	
	3/31/07
	


____________ County
The National Incident Management System (NIMS) / National Response Plan (NRP) / Homeland Security Plan (HSP) Implementation Kit (NNHIK) 
FOREWORD

In Homeland Security Presidential Directive (HSPD)‑5, Management of Domestic Incidents, the President directed the Secretary of Homeland Security to develop, submit for review to the Homeland Security Council, and administer a National Incident Management System (NIMS).  This system will provide a consistent nationwide approach for Federal, State, local, and tribal governments to work effectively and efficiently together to prepare for, prevent, respond to, and recover from domestic incidents, regardless of cause, size, or complexity.

The NIMS enhances the management of domestic incidents by establishing a single, comprehen​sive system for incident management and will help achieve greater cooperation among counties and agencies at all levels of government.  Implementing the NIMS strengthens each county’s capability and resolve to fulfill its responsibilities to the American people in times of emergency.
 SEQ CHAPTER \h \r 1An important initiative called for in the  SEQ CHAPTER \h \r 1National Strategy for Homeland Security; Homeland

Security Act of 2002; and Homeland Security Presidential Directive-5 (HSPD-5), Management of Domestic Incidents is the development and implementation of a National Response Plan (NRP), predicated on a new National Incident Management System (NIMS), that aligns the patchwork of Federal special-purpose incident management and  emergency response plans into an effective and efficient structure. The National Response Plan (NRP) was completed in December, 2004.
Together, the NRP and the NIMS integrate the capabilities and resources of various  governmental jurisdictions, incident management and emergency response disciplines, nongovernmental organizations (NGOs), and the private sector into a cohesive, coordinated, and seamless national framework for domestic incident management. The NRP, using the NIMS, is an all-hazards plan that  SEQ CHAPTER \h \r 1provides the structure and mechanisms for national level policy and operational coordination for domestic incident management.
The following NIMS/NRP/HSP Implementation Kit (NNHIK) will help ensure this county has fully incorpo​rated the NIMS into our emergency response plans, procedures, and policies.  This Kit also provides guidance for all divisions to ensure that all personnel are appropriately trained in the NIMS and prepared to effectively and efficiently execute their county duties under the NRP at all times.


 Chief Elected Official

 ____________ County
Section I:  General

I-1.
Purpose


This document establishes the ____________ County NIMS/NRP/HSP Implementation Kit (NNHIK) in order to ensure the county complies with HSPD‑5, Management of Domestic Incidents.  HSPD‑5 requires counties to adopt the NIMS and use it in their incident management and emergency prevention, preparedness, response, recovery, and mitigation activities, as well as in support of all actions taken to assist the state or other local entities.  This Kit also illustrates the intended methods of incorporation of the NIMS into the county’s plans, procedures, policies, and training programs. This Kit ensures a county Homeland Security plan, which fully implements NIMS, meets Wyoming statutory requirements, and is consistent with the NRP.
I-2.
Authorities

a.
Please list the county authorities for implementing the NIMS and reviewing and updating the county Homeland Security plan.
I-3.
References

a.
Homeland Security Act of 2002.

b.
HSPD‑5, Management of Domestic Incidents.

c.
HSPD‑8, National Preparedness.

d. DHS, National Incident Management System, March 1, 2004.
e. DHS, National Response Plan, December, 2004
f. NEMA, EMAP Standard, September 2004
I-4.
Definitions


a.
Please provide relevant definitions and terms.
I-5.
Scope

a.
This document outlines how the county plans to review and update the county Homeland Security plan to implement NIMS and ensure consistency with the NRP.

b.
The provisions of this document apply to all county plans, procedures, policies, and training programs, including those fulfilling Emergency Support Functions under the National Response Plan (NRP).

c. The provisions of this document apply to all sub-components (e.g., agencies, field offices, regional bureaus, response assets, etc.) of or operating under the jurisdic​tion of the county.
d. Incorporated municipalities in the county have reviewed and endorsed this implementation Kit.
I-6.
Responsibilities
a.
The County Commissioners:
(1) Please list the responsibilities of the County Commissioners in ensuring that the county fully adopts all components of the NIMS.
(2) Review progress on completing this Kit regularly and ensure quarterly reports including pertinent documentation and minutes of all meetings are submitted to WOHS.
b. Incorporated municipalities

(1)  
Please list the responsibilities of the incorporated municipalities in ensuring that the county fully adopts all components of the NIMS.
c.
Agency (or other major county sub-component organization) Directors:

(1)
Please list the responsibilities the Agency Directors have in ensuring that the agency fully adopts all components of the NIMS.
d.
All personnel with authority over emergency response programs:

(1)
Please list supervisory personnel within the county with a key role in implementing the NIMS.  The organization is encouraged to use the follow​ing template to identify these personnel and their corresponding responsi​bilities.
	Position Title
	Point of Contact
	Office Telephone
	Responsibilities to Ensure Full Adoption of the HSP

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Figure A.  Identification of Key Personnel
I-7.
County/Tribe/Municipality NNHIK Team
	Representing
	Point of Contact
	Office Telephone
	Responsibilities to Ensure Full Adoption of the HSP

	County Commissioners
	
	
	

	___ Municipality *
	
	
	

	___ Municipality *
	
	
	

	___ Municipality *
	
	
	

	___ Tribe *
	
	
	

	Law Enforcement
	
	
	

	Emergency Medical Services
	
	
	

	Emergency Management
	
	
	

	Fire Service
	
	
	

	Public Works
	
	
	

	Governmental Administrative
	
	
	

	Public Safety Communications
	
	
	

	Health Care
	
	
	

	Public Health
	
	
	

	Agriculture
	
	
	

	HAZMAT
	
	
	

	Cyber Security
	
	
	

	Training Officer
	
	
	

	Exercise Officer
	
	
	


* Each jurisdiction within the county must participate in the planning review and revision in order to meet DHS ODP grant requirements.
Figure B.  County NNHIK Team
Section II:  Concept of Implementation

The following concept of execution is recommended as a viable approach to NIMS/NRP/HSP implementation that will have minimal disruption on existing systems and processes.
II-1.
The Phases of NIMS/NRP/HSP Adoption


NIMS/NRP/HSP adoption will include four distinct phases.  The first phase will be initial staff training, which will include completion of courses as they become available.  All supervisors with responsibility over operational assets will be accountable for ensuring that all employees are fully trained in the NIMS.  The second phase will include evaluation of existing plans, policies, and procedures to identify aspects in need of augmentation for NIMS/NRP/HSP compliance.  In particular, Homeland Security Plans (HSPs) must be evaluated for NIMS/NRP/HSP incorporation.


The third phase will be modification of existing plans, procedures, and policies to reflect NIMS/NRP/HSP adoption.  This includes modification of any emergency response plans in support of the NRP and any internal emergency plans such as COOP Plans.  The fourth phase will verify achievement of the NIMS Integration Center’s standards, including certification and credentialing of employees (further guidance on both forthcoming) as well as conducting exercises to demonstrate compliance with the standards of the NIMS Integration Center.  It is anticipated that the implementation phases will overlap in order to speed and strengthen the process.

Phase I – Initial Staff Training
1/1/05 thru 9/30/05
a.


EMI IS‑700 – National Incident Management System

b.
Other relevant courses as determined by supervisors

c.
Internal training/tabletop exercises
Phase II – Identification of Relevant Plans, Procedures, and Policies
1/1/05 thru 9/30/05
a. Establish planning team.

b. Conduct initial meeting and distribute copies of current county HSP, National Incident Management System (NIMS) guidance, National Response Plan (NRP) and local supporting plans needing review and/or revision.
c. Make initial review / revision assignments to planning team, including which members should review / revised resource lists to comply with the NIMS Integration Center (NIC) guidance.
d. Develop a detailed workplan with timeline to review and revise the plans, procedures, policies, and training programs identified.
e. Complete and implement county NNHIK and submit a signed copy to WOHS.
Phase III – Modification of Existing Plans, Procedures, and Policies
 10/1/05 thru 9/30/06
a. Modify emergency response plans, including those that fulfill Emergency Support Func​tions under the NRP and internal response plans, such as COOP Plans and HSPs, modified to adopt NIMS principles and language.
b. Submit quarterly reports of progress including pertinent documentation and copies of meetings minutes to WOHS.
c. Obtain preliminary review of revised HSP by Wyoming Office of Homeland Security.
d. Enhance/modify training programs to institutionalize NIMS.

e. Process includes modification, testing, refinement, and implementation.

f. Complete coordination draft of county Homeland Security plan, submit to WOHS for review with NIMCAST assessment, and begin promulgation process.


Phase IV – Promulgating plans and supporting NIC Standards
10/1/06 thru 3/31/07
a.
Credential and certify personnel and equipment.

b. Conduct validation exercises.
c. Promulgate and finalize county Homeland Security plan.
Following this schedule will ensure the County meets all the 
deadlines for NIMS/NRP/HSP adoption.
	
	Mar
2005
	Jun
2005
	Sep
2005
	Oct
2005
	Dec
2005
	Mar
2006
	Jun
2006
	Sep
2006
	Oct
2006
	Dec
2006
	Mar
2007
	Apr
2007

	Phase I
	
	Done
	

	Phase II
	
	Done
	

	Phase III
	
	Revise & Exercise HSP & Supporting Plans

	Done
	

	Phase IV
	
	Promulgate
	Done


Figure C.  Expected NIMS/NRP/HSP Implementation Timeline

Section III:  Staff Training

III-1.
Identification of Initial Training Components

The county is encouraged to use the following tables to identify the training employees will receive relevant to NIMS/NRP/HSP implementation.  The highlighted courses are recommended.  The first table reflects the training requirements for all county employees and the second reflects the training requirements for employees with additional emergency response duties.

The following table illustrates the training ALL employees will receive relevant to NIMS/NRP/HSP implementation, including internal training, such as tabletop exercises.

	Training Course/Internal Training
	Expected Completion Date

	EMI IS‑700 National Incident Management System
	

	
	

	
	

	
	

	
	

	
	


Figure D.  Training Requirements for All Employees


The following table illustrates the training all employees with duties that directly or indirectly involve or support domestic incident management will receive relevant to NIMS/NRP/HSP implementation, including internal training, such as tabletop exercises.

	Training Course/Internal Training
	Expected Completion Date

	EMI IS‑195 Basic Incident Management System
	

	EMI IS‑700 National Incident Management System
	

	EMI IS‑800 National Response Plan
	

	
	

	
	

	
	


Figure E.  Training Requirements for Employees with Emergency Response Duties

III-2.
Incorporation of NIMS into Current Training and Exercise Programs

The county may prefer including training and exercise programs for all regional entities, field com​ponents, and geographically dispersed response teams in one table.  Alternatively, an additional chart is provided if the county prefers to delineate personnel at the county seat from dispersed staff and their corresponding training programs.

In addition to new training courses, workshops, and exercises that should be conducted to facilitate NIMS/NRP/HSP adoption, current training and exercise programs will be enhanced/modified to perman​ently incorporate the NIMS/NRP/HSP and ensure continued NIMS/NRP/HSP education.  The following table lists current training and exercise programs and the methods by which NIMS/NRP/HSP will be integrated into the regimen.

	Current Training Program
	Strategy for NIMS Incorporation
	Completion Date

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Figure F.  Current Training Programs



	
	

	
	

	
	

	
	

	
	

	
	

	
	


	Scheduled Exercises
	Strategy for NIMS Incorporation
	Exercise Date

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	

	
	
	


Figure G.  Current Exercise Program


Section IV:  Modification of Plans, Procedures, 
and Policies

IV-1.
Identification of Plans, Procedures, and Policies


The following chart identifies plans, procedures, and policies requiring enhancement/
modification to reflect full adoption of the NIMS/NRP/HSP.

	Agency Name
	Point of Contact
	Office Telephone
	E-Mail Address
	Plan, Procedure, 
or Policy

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Figure H.  Identification of Plans, Procedures, and Policies

IV-2.
Modification Schedule


The following chart documents when the above-listed plans, procedures, and policies will reflect full NIMS/NRP/HSP adoption.  (Please see the example Schedule provided in Annex B.)

	Agency Name
	Plan, Procedure, 
or Policy
	Strategy for NIMS/NRP/HSP Implementation
	Adoption Date

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	

	
	
	
	


Figure I.  Schedule for Modification of Existing Plans, Policies, and Procedures

IV-3.
Resource Management


The NIMS/NRP/HSP emphasizes the importance of maintaining accurate and up-to-date informa​tion on resource management and use as a critical component of domestic incident management.  Refer to FEMA’s National Mutual Aid and Resource Management Initiative for the basis to type, inventory, order and track local assets to support equipment and person​nel compatibility required for mutual aid agreements.  Resource typing definitions for 120 of the most commonly requested response resources are available at:

www.fema.gov/nims/mutual_aid.shtm.

Counties and agencies should develop and/or update their resource inventories in accordance with the typed definitions.  For resources that have not yet been typed, resources should be defined by capacity and capability in accordance with the established resource typing methodology.  Up-to-date inventories of response assets are critical to an effective NIMS/NRP/HSP.

The following chart indicates the strategy and timeframe for developing or updating a comprehensive inventory of response resources.

	Agency Name
	Strategy for Resource 
Inventory Development
	Timeline for Completion

	
	
	

	
	
	

	
	
	

	
	
	


Figure J.  Strategy and Schedule for Developing a NIC Compliant Inventory of Resources
	Signatories
	Response Disciplines Covered
	Date of Agreement

	
	
	

	
	
	

	
	
	

	
	
	


Figure K.  Inventory of Mutual Aid Agreements

Section V: HOMELAND SECURITY / Emergency OPERATIONS PlanS 
V-1.
Identification of Homeland Security / Emergency Operations Plans

The following template identifies all existing Homeland Security / Emergency Operations Plans.

	Agency Name
	Point of Contact
	Office Telephone
	E-Mail Address
	Plan, Procedure, 
or Policy

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	

	
	
	
	
	


Figure L.  Identification of Homeland Security / Emergency Operations Plans

V-2.
NIMS Guidance

The County is encouraged to use the following checklist to track its progress of enhancing its Homeland Security / Emergency Operations Plans to reflect full NIMS/NRP/HSP adoption.  A different checklist should be used for each Homeland Security / Emergency Operations Plan.

The following checklist illustrates the status of NIMS/NRP/HSP incorporation into the County’s HSP/EOPs. Additional checklists, crosswalks, and detailed guidance (such as the NIMCAST Assessment) may be forthcoming and will be adopted as they are published.
	HSP Subject
	Present
	HSP Page

	Defines the scope of preparedness and incident management activities necessary for the jurisdiction.
	 FORMCHECKBOX 

	

	Describes organizational structures, roles and responsibilities, policies, and protocols for providing emergency support.
	 FORMCHECKBOX 

	

	Facilitates response and short-term recovery activities.
	 FORMCHECKBOX 

	

	Is flexible enough to use in all emergencies.
	 FORMCHECKBOX 

	

	Describes the HSP purpose.
	 FORMCHECKBOX 

	

	Describes the HSP planning assumptions and considerations
	 FORMCHECKBOX 

	

	Describes Roles and Responsibilities
	 FORMCHECKBOX 

	

	Describes the HSP concept of operations.
	 FORMCHECKBOX 

	

	Describes the HSP organization.
	 FORMCHECKBOX 

	

	Describes the administration and logistics of the HSP.
	 FORMCHECKBOX 

	

	Describes incident management actions
	 FORMCHECKBOX 

	

	Describes HSP management and maintenance.
	 FORMCHECKBOX 

	

	Describes the HSP authorities and references.
	 FORMCHECKBOX 

	

	Contains emergency support function annexes.
	 FORMCHECKBOX 

	

	Contains incident annexes.
	 FORMCHECKBOX 

	

	Contains support annexes
	 FORMCHECKBOX 

	

	Predesignates jurisdictional and/or functional area representatives to the Incident Commander (IC) or Unified Command (UC) whenever possible.
	 FORMCHECKBOX 

	

	Includes preincident and postincident public awareness, education, and communications plans and protocols.
	 FORMCHECKBOX 

	

	Resource lists are typed in compliance with NIC guidance.
	 FORMCHECKBOX 

	

	Fully integrate NIMS and comply with all applicable guidance.
	 FORMCHECKBOX 

	

	Consistent with and fully support the NRP.
	 FORMCHECKBOX 

	

	Includes a baseline review of program using EMAP Standard
	 FORMCHECKBOX 

	

	Completed NIMCAST Assessment
	 FORMCHECKBOX 

	

	Includes a promulgation document with signatures from all political subdivisions in the jurisdiction
	 FORMCHECKBOX 

	


Figure M.  Checklist for a NIMS-Compliant HSP
Section VI: ACRONYMS AND Key Terms

Please insert relevant terms here.

In addition to acronyms and terms specific to your county, 
consider including those contained in the 
the NIMS and the NRP.




Section VII:  NNHIK CROSSWALK

	NNHIK CROSSWALK

	Required Activity
	Page

	1.   NNHIK completed, signed, and received by WOHS on or before September 30, 2005
	

	2.   NNHIK projects completion of County Homeland Security Plan (Coordination Draft) on or before September 30, 2006.
	

	3.   NNHIK projects beginning of formal promulgation of County Homeland Security Plan (Coordination Draft) on or before September 30, 2006.
	

	4.   NNHIK projects completion of formal promulgation of County Homeland Security Plan (Coordination Draft) on or before September 30, 2007.
	

	5.   NNHIK identifies key personnel for the planning process (Figure A).
	

	6.   NNHIK identifies County NNHIK Team (Figure B).
	

	7.   NNHIK identifies actions to be completed in Phase I. 
	

	8.   NNHIK identifies actions to be completed in Phase II.
	

	9.   NNHIK identifies actions to be completed in Phase III.
	

	10.  NNHIK identifies actions to be completed in Phase IV.
	

	11.  NNHIK identifies training requirements for all employees (Figure D).
	

	12.  NNHIK identifies training requirements for employees with emergency response duties (Figure E).
	

	13.   NNHIK identifies current training programs for review and update (Figure F).
	

	14.  NNHIK identifies current exercise program to for review, update, and to test implementation of NIMS and NRP (Figure G).
	

	15.  NNHIK identifies plans, policies, and procedures for review and update (Figure H).
	

	16.  NNHIK provides schedule for modification of existing plans, policies, and procedures (Figure I).
	

	17.  NNHIK provides strategy and schedule for developing a NIC compliant inventory of resources (Figure J).
	

	18.  NNHIK identifies current mutual aid agreements (Figure K).
	

	19.  NNHIK identifies current homeland security / emergency operations plans (Figure L).
	

	20.  NNHIK includes a checklist for a NIMS/NRP compliant HSP/EOP (Figure M).
	

	21.  NNHIK identifies need for a baseline review of program using EMAP Standard.
	


Annex A

Relationship between the National Response Plan (NRP) and 
the National Incident Management System (NIMS)

A-1.
Background


The NRP details its reliance on NIMS operating principles and protocols in applying Federal support to incidents of national significance.  Together, the NRP and the NIMS integrate the resources of jurisdictions, incident management and emergency response disciplines, non​governmental organizations, and the private-sector into a seamless national framework for domestic incident response.


The NIMS establishes a uniform system for incident management.  The NRP serves as the core operational plan for national incident management, establishing national-level coordi​nating structures, processes, and protocols that must be incorporated into existing Federal interagency incident plans.

A-2.
General Comparison


The following chart outlines the core elements of the NIMS and the NRP.

	NIMS
	NRP

	Purpose
	

	Nationwide approach to domestic incident management; applicable at all jurisdictional levels and across functional disciplines in an all-hazards context. It is not an operational incident management or resource allocation plan.
	Core operational plan for national incident management.  Establishes national-level coordinating structures, mechanisms for national-level policy and operational coordination for domestic incident management that must be incorporated into existing Federal interagency incident plans.

	Components
	

	Command and Management, Preparedness, Resource Management, Communications/
Information Management, Supporting Technologies, Ongoing Management and Maintenance.
	Base Plan – including Planning considerations, Roles and Responsibilities, Concept of Operations, Incident Manage​ment Actions, Plan Management and Maintenance, Emer​gency Support Functions Annexes, Support Annexes, Incident Annexes.

	Applicability
	

	The NIMS is applicable across all levels of government and emergency disciplines, and nongovernmental and private-sector organi​zations.  HSPD‑5 requires all Federal agen​cies to adopt the NIMS.  Adoption of NIMS by State and local organizations is a condi​tion of Federal preparedness assistance.
	The NRP is applicable to all counties and agencies that may be requested to provide assistance in actual or potential incidents of national significance that require a coordinated and effective response by an appro​priate combination of Federal, State, local, tribal, private-sector, and nongovernmental entities.

	Command and Coordination Structure
	

	(
CPs on-scene using the Incident Command System

(
 (ICS)/Unified Command
(
Area Command (if needed)
(
State, local, tribal, and private-sector EOCs
	(
ICPs on-scene using the Incident Command System (ICS)/Unified Command;

(
Area Command (if needed);

(
State, local, tribal, and private-sector EOCs;

(
JFO, which is responsible for coordinating Federal assistance and supporting incident management activities locally;

(
NRCC, RRCC, and HSOC, which serve as regional and national-level multiagency situational awareness and operational coordination centers;

(
IIMG, which serves as the national headquarters-level multiagency coordination entity for domestic incident management; and

(
HSC and other White House organizations, which serve as the national-level multiagency coordination entities to advise and assist the President on homeland security and other policy issues.

The organizational structure addresses site-specific incident management activities and the broader regional or national issues related to the incident, such as impacts on the rest of the country, immediate regional or national actions required to avert or prepare for potential subse​quent events, and the management of multiple threats or incidents.

	Requirements
	

	Establishes the Incident Command structure and protocols for incident management.
	Incident management and emergency response plans must include:

(
Principles and terminology of the NIMS
(
Reporting requirements of the NRP
(
Linkages to key NRP organizational elements (such as the IIMG, NRCC, RRCC, JFO, etc.)
(
Procedures for transitioning from localized incidents to incidents of national significance


Figure A-1.  General Comparison of the NIMS and the NRP

Annex B

Sample Strategies for NIMS Implementation

B-1.
Purpose


Throughout the NIMS Implementation Plan template, there are several tables requesting the County’s “Strategy for NIMS Implementation” of a particular component of the NIMS.  This annex provides examples of NIMS implementation strategies.

B-2.
Sample Strategies

Section III-2.  Incorporation of NIMS into Current Training Programs

	Current Training Program
	Strategy for NIMS Incorporation
	Completion Date

	Emergency Response Team Training
	(
Incorporate NIMS terminology into training materials.

(
Deliver NIMS training to the ERT.

(
Exercise ERT to test enhanced, NIMS-compliant procedures.

(
Make necessary adjustments.
	April 1, 
2005

	Continuity of Operations (COOP) Team Training
	(
Update COOP materials to reflect NIMS terminology and structure.

(
Establish necessary personnel/procedures to reflect the ICS structure.

(
Train COOP Team on changes.

(
Exercise COOP to test viability of changes.

(
Make adjustments as necessary.
	March 15, 2005


Figure B-1.  Current Training Programs

Section IV-2.  Modification Schedule

	Agency Name
	Plan, Policy, or Procedure
	Strategy for NIMS Incorporation
	Adoption Date

	X
	Continuity of Operations Plan (COOP)
	(
Change terminology, as appropriate, to reflect NIMS terminology of key incident management components.

(
Ensure deployment procedures incorporate the ICS structure.
	December 15, 2004

	
	Emergency Response Team (ERT) Concept of Operations (CONOPS)
	(
Change terminology, as appropriate, to reflect NIMS terminology of key incident management components.

(
Ensure deployment and operations procedures incorporate the ICS structure.

(
Ensure that deployable assets have been “typed” according to NIC guidance, to establish common terminology with other Counties’ representatives.
	March 1, 2005


Figure B-2.  Schedule for Modification of Existing Plans, Policies, and Procedures


	
	
	
	

	

	
	

	

	
	
	


	


Annex C
Sample NIMS Implementation Executive Order
EXECUTIVE ORDER
DESIGNATION OF THE NATIONAL INCIDENT MANAGEMENT SYSTEM (NIMS) AS THE BASIS FOR ALL INCIDENT MANAGEMENT IN _______________________

WHEREAS, the President in Homeland Security Directive (HSPD)-5, directed the Secretary of the Department of Homeland Security to develop and administer a National Incident Management System (NIMS), which would provide a consistent nationwide approach for Federal, State, local, and tribal governments to work together more effectively and efficiently to prevent, prepare for, respond to, and recover from domestic incidents, regardless of cause, size, or complexity;  
WHEREAS, the collective input and guidance from all Federal, State, local, and tribal homeland security partners has been, and will continue to be, vital to the development, effective implementation and utilization of a comprehensive NIMS;

WHEREAS, it is necessary and desirable that all Federal, State, local, and tribal emergency agencies and personnel coordinate their efforts to effectively and efficiently provide the highest levels of incident management;   
WHEREAS, to facilitate the most efficient and effective incident management it is critical that Federal, State, local, and tribal organizations utilize standardized terminology, standardized organizational structures, interoperable communications, consolidated action plans, unified command structures, uniform personnel qualification standards, uniform standards for planning, training, and exercising, comprehensive resource management, and designated incident facilities during emergencies or disasters;  
WHEREAS, the NIMS standardized procedures for managing personnel, communications, facilities and resources will improve the State’s ability to utilize federal funding to enhance local and state agency readiness, maintain first responder safety, and streamline incident management processes.      
WHEREAS, the Incident Command System components of NIMS are already an integral part of various incident management activities throughout the State, including current homeland security / emergency management training programs; and 
WHEREAS, the National Commission on Terrorist Attacks (9-11 Commission) recommended adoption of a standardized Incident Command System;  

NOW, THEREFORE, I, ________________, of ____________, by the virtue of the authority vested in me by the Constitution and Laws of the State of _______, do hereby establish the National Interagency Incident Management System (NIMS) as the standard for incident management.  
  
GIVEN under my hand and the Privy Seal of  
 of _________ this  
L.S. _______ day of ___________ in the year Two  
Thousand and ___________.  
BY 
/s/ ______________________________________  
[image: image1]  

Annex D

NIMCAST Assessment Tool
http://www.fema.gov/nimcast/AssessmentPdfs.do 
This instrument provides a great benefit to incident managers at all levels of government by

conducting a NIMS capabilities assessment. The instrument is designed for use as an automated

assessment that provides instant feedback, such as tabulated results, reports, and graphic displays

of results. The NIMCAST assessment process provides jurisdictions with additional management

tools necessary to strengthen their incident management programs, including:

1. An assessment tool to measure compliance with incident management standards.

2. Establishment of a baseline (initial survey of capabilities) for strategic planning.

3. Assistance in the development of plans to achieve the prescribed capabilities and correct deficiencies.

4. A comprehensive incident management program review.

5. Justification of budget, staff, and resources.

6. Program orientation for new staff members or leadership.

Note: Each reference is taken verbatim from the NIMS document (dated March 1, 2004) and its section and page number in the NIMS is annotated.
II. Command and Management
II-A-1-a. Most Incidents Are Managed Locally [II-A-1-a (Page 7)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure effective cross-jurisdictional coordination between multiple local ICS organizations responding to an incident covering a large geographical area.


II-A-1-b. Field Command and Management Functions [II-A-1-b (Page 8)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes and/or plans to ensure: 

• Field command and management functions are performed in accordance with a standard set of ICS organizations, doctrine, and procedures.

• Incident Commanders have the authority and flexibility to modify procedures and organizational structure as necessary to align with the operating characteristics of their specific jurisdiction or to accomplish the mission in the context of a particular hazard scenario.

II-A-1-c. ICS Is Modular and Scalable [II-A-1-c (Page 8)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS is modular and scalable through the following operating characteristics:

• Suitable for operations within a single jurisdiction or agency.

• Suitable for operations within a single jurisdiction with multiagency involvement.

• Suitable for operations within multiple jurisdictions with multiagency involvement.

• Readily adaptable to new technology.

• Adaptable to any emergency or incident to which domestic incident management agencies would be expected to respond.

• Scalable in organizational structure based on the size and complexity of the incident.

II-A-1-d. ICS Has Interactive Management Components [II-A-1-d (Page 8)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS has interactive management components.

II-A-1-f. ICS Incorporates Measurable Objectives [II-A-1-f (Page 9)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its:

• ICS incorporates measurable objectives to ensure fulfillment of incident management goals.

• Incident management objective-setting begins at the top and is communicated throughout the entire organization.

II-A-1-g. Minimal Disruption [II-A-1-g (Page 9)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS has the least possible disruption on existing systems and processes.

II-A-1-h. Broad Applicability [II-A-1-h (Page 9)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS is user-friendly and applicable across a wide spectrum of emergency response and incident management disciplines.

II-A-2-a. Common Terminology [II-A-2-a (Page 9)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS uses common terminology for organizational functions, resource descriptions, and incident facilities.

II-A-2-b. Modular Organization [II-A-2-b (Page 10)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS:

• Places responsibility for the establishment and expansion of the ICS modular organization on the IC.

• Expands from the top down as incident complexity increases and functional responsibilities are delegated.

• Expands the number of management positions concurrently with structural expansion to adequately address the requirements of the incident.
II-A-2-c. Management by Objectives [II-A-2-c (Page 10)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its approach to management by objectives includes:

• Establishing overarching objectives.

• Developing and issuing assignments, plans, procedures, and protocols.

• Establishing and directing efforts to attain specific, measurable objectives for various incident management functional activities in support of defined strategic objectives.

• Documenting results to measure performance and facilitate corrective action.

II-A-2-d. Reliance on an Incident Action Plan [II-A-2-d (Page 10)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS relies upon an IAP to provide a coherent means of communicating the overall incident objectives in the context of operational and support activities.

II-A-2-e. Manageable Span of Control [II-A-2-e (Page 10)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS provides for a manageable span of control where supervisors are expected to manage a range of

three to seven subordinates.

II-A-2-f. Predesignated Incident Locations and Facilities [II-A-2-f (Page 10)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its ICS designates the IC to direct the identification and location of facilities based on the requirements of the situation at hand.

II-A-2-g. Comprehensive Resource Management [II-A-2-g (Page 11)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for categorizing, ordering, dispatching, tracking, and recovering resources to maintain an accurate, up-to-date picture of resource use.

II-A-2-h. Integrated Communications [II-A-2-h (Page 11)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure an integrated communications capability, which includes:

• The development and use of a common communications plan.

• The development and use of interoperable communications processes and architectures.

The jurisdiction's preparedness planning addresses equipment, systems, and protocols necessary to achieve integrated voice and data incident management communications.

II-A-2-i. Establishment and Transfer of Command [II-A-2-i (Page 11)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• The command function is clearly established at the beginning of incident operations.

• The agency with primary jurisdictional authority over the incident designates the individual at the scene responsible for establishing command.

• The process for transferring command includes a briefing that captures all essential information for continuing safe and effective operations.

II-A-2-k. Unified Command [II-A-2-k (Page 11)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure in incidents involving multiple jurisdictions, a single jurisdiction with multiagency involvement, or multiple

jurisdictions with multiagency involvement: 

• Its Unified Command structure allows agencies with different legal, geographic, and functional authorities and responsibilities to work together effectively.

• Its Unified Command structure does not affect individual agency authority, responsibility, or accountability.

II-A-2-l. Accountability [II-A-2-l (Page 12)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• All responders, regardless of agency affiliation, report in to receive an assignment in accordance with procedures established by the IC.

• Response operations are directed and coordinated as outlined in the IAP.

• Each individual involved in incident operations is assigned to only one supervisor.

• Supervisors adequately supervise and control their subordinates.

• Supervisors communicate with and manage all resources under their supervision.

• Supervisors record and report resource status changes as they occur.

II-A-2-m. Deployment [II-A-2-m (Page 12)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure personnel and equipment respond only when requested or dispatched by an appropriate authority.

II-A-2-n. Information and Intelligence Management [II-A-2-n (Page 12)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for gathering, sharing, and managing incident-related information and intelligence.

II-A-3-a. Command and General Staff Overview [II-A-3-a (Page 12)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure its Command Staff and General Staff continually interact and share vital information and estimates of the

current and future situation and develop recommended courses of action for consideration by the IC.
II-A-3-b-1-a. Single Command IC [II-A-3-b-1-a (Page 13)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• The Command Staff is responsible for the overall management of an incident.

• A single IC is designated for incidents that occur within a single jurisdiction with no functional agency overlap or when all parties to a cross-jurisdictional or multifunctional response agree to a single IC.

• Has considered predesignating ICs in its preparedness plans.

• The IC develops incident objectives on which subsequent incident action planning will be based.

• The IC approves the IAP and all requests pertaining to the ordering and releasing of incident resources.

II-A-3-b-1-b. Unified Command [II-A-3-b-1-b (Page 14)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure all agencies with jurisdictional authority or functional responsibility for any or all aspects of an incident and those able to provide specific resource support participate in the UC structure.

The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure it is prepared to participate in the Unified Command structure by contributing to the process of:

• Determining overall incident strategies.

• Selecting objectives.

• Jointly planning tactical activities in accordance with approved incident objectives.

• Integrating tactical operations.

• Approving, committing, and making optimum use of all assigned resources.

II-A-3-b-1-b-iii. Incident Action Plan [II-A-3-b-1-b-iii (Page 15)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure, when operating under a UC structure:

• The Planning Section Chief develops the IAP, which is approved by the UC.

• The Operations Section Chief directs the tactical implementation of the IAP.

• All participants agree on the designation of the Operations Section Chief.

II-A-3-b-1-b-iv. Command Practices [II-A-3-b-1-b-iv (Page 15)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure participating members of the UC:

• Collocate at the Incident Command Post.

• Select an Operations Section Chief for each operational period.

• Keep each other informed of specific requirements.

• Develop a consolidated IAP, written or oral, that is evaluated and updated at regular intervals.

• Establish procedures for joint decision-making and documentation.

II-A-3-b-2. Command Staff Responsibilities [II-A-3-b-2 (Page 16)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure necessary special staff positions (such as a Public Information Officer, Safety Officer, and Liaison Officer) are specifically designated, report directly to the Incident Command, and are assigned responsibility for key activities that are not a part of the ICS General Staff functional elements.

II-A-3-b-2-a. Public Information Officer [II-A-3-b-2-a (Page 16)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure when a PIO is designated: 
• The PIO develops accurate and complete information on the incident for both internal and external consumption.

• Only one incident PIO is designated (even under Unified Command).

• The IC approves the release of all incident-related information.

II-A-3-b-2-b. Safety Officer [II-A-3-b-2-b (Page 17)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure when a Safety Officer is designated:

• The SO monitors incident operations and advises the IC on all matters relating to operational safety.

• The SO is responsible to the IC for the set of systems and procedures necessary to ensure ongoing assessment of hazardous environments, coordination of multiagency safety efforts, implementation of measures to promote emergency responder safety, and the general safety of incident operations.

• The SO has emergency authority to stop and/or prevent unsafe acts during incident operations.

• Only one incident SO is designated (even under Unified Command).

• The SO, Operations Section Chief, and Planning Section Chief coordinate closely regarding operational safety and emergency responder health and safety issues.

• The SO coordinates safety management functions and issues across jurisdictions, across functional agencies, and with private-sector and nongovernment organizations.

II-A-3-b-2-c. Liaison Officer [II-A-3-b-2-c (Page 17)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure when a Liaison Officer is designated:

• The LNO is the point of contact for representatives of other government agencies, nongovernmental organizations, and/or private entities, in either a single or UC structure.

• Agency and organizational representatives have the authority to speak for their parent agencies on all matters, following appropriate consultations with their agency leadership.

II-A-3-c-1-a. Operations Section Chief [II-A-3-c-1-a (Page 19)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure the Operations Section Chief:

• Is responsible to the IC or UC for the direct management of all incident-related operational activities.

• Establishes tactical objectives for each operational period.

• Is designated for each operational period.

• Has direct involvement in the preparation of the IAP for their operational period of responsibility.

II-A-3-c-1-b. Branches [II-A-3-c-1-b (Page 19)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure branches are established when the number of divisions or groups exceeds the recommended span of control for the Operations Section Chief.

II-A-3-c-1-c. Divisions and Groups [II-A-3-c-1-c (Page 19)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• Divisions and Groups are established when the number of resources exceeds the manageable span of control of the IC and the Operations Section Chief.

• Divisions are established to divide an incident into physical or geographical areas of operation.

• Groups are established to divide the incident into functional areas of operation.

II-A-3-c-1-d. Resources [II-A-3-c-1-d (Page 20)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure resources are organized and managed, depending on the requirements of the incident, as either single

resources, Task Forces, or Strike Teams.

II-A-3-c-2. Planning Section [II-A-3-c-2 (Page 20)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure the Planning Section:

• Collects, evaluates, and disseminates incident situation information and intelligence to the IC or UC and incident management personnel.

• Prepares status reports, displays situation information, and maintains status of resources assigned to the incident.

• Develops and documents the IAP based on guidance from the IC or UC.

• Gathers and disseminates information and intelligence critical to the incident, unless the IC places this function elsewhere.

The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure the IAP:

• Includes the overall incident objectives and strategies established by the IC or UC.

• Adequately addresses the mission and policy needs of each jurisdictional agency in the case of UC.

• Adequately addresses the interaction between jurisdictions, functional agencies, and private organizations in the case of UC.

• Addresses tactical objectives and support activities required for each operational period, generally 12 to 24 hours.

• Contains provisions for continuous incorporation of "lessons learned" as incident management activities progress.

• Is developed when resources or authorities from multiple agencies and/or jurisdictions are involved.

• Is developed when the incident will effectively span several operational periods.

• Is developed when changes in shifts of personnel and/or equipment are required.

• Is developed when there is a need to document actions and/or decisions.

II-A-3-c-3. Logistics Section [II-A-3-c-3 (Page 22)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure the Logistics Section:

• Is responsible for all support requirements needed to facilitate effective and efficient incident management, including ordering resources from off-incident locations.

• Provides facilities.

• Provides transportation.

• Provides supplies.

• Provides equipment maintenance and fuel.

• Provides food services.

• Provides communications and information technology support.

• Provides emergency responder medical services, including inoculations, as required.

II-A-3-c-4. Finance/Administration Section [II-A-3-c-4 (Page 23)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• A Finance/Administration Section is established when the agency(s) involved in incident management activities require(s) finance and other administrative support services.

• A technical specialist is assigned to the Planning Section when only one specific Finance/Administration function is required.

II-A-3-c-5. Information and Intelligence Function [II-A-3-c-5 (Page 23)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure information and intelligence is appropriately analyzed and shared with personnel, designated by the IC, who have a proper clearance and a "need-to know" to ensure that they support decision-making.

II-A-3-c-5-a. Information and Intelligence Function (organization)
[II-A-3-c-5-a (Page 24)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to organize the intelligence and information function either within the Command Staff, as a unit within the Planning

Section, as a branch within the Operations Section, or as a separate General Staff Section.
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure the information and intelligence function is responsible for:

• Developing, conducting, and managing information-related security plans and operations as directed by the IC, including safeguarding sensitive information of all types.

• Coordinating information and operational security matters with the public awareness activities of the PIO.

II-A-4-a. Description [II-A-4-a (Page 25)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure an Area Command is established, when necessary, to:

• Oversee the management of multiple incidents that are each being handled by a separate ICS organization.

• Oversee the management of a very large incident that involves multiple ICS organizations.

• Manage a number of incidents in the same area and of the same type.

The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure if incidents under the authority of an Area Command are multijurisdictional, a Unified Area Command is

established.

II-A-4-b. Responsibilities [II-A-4-b (Page 25)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure an Area Command has the responsibility to:

• Set overall incident-related priorities.

• Allocate critical resources according to priorities.

• Ensure incidents are properly managed.

• Ensure incident management objectives are met and do not conflict with each other or with agency policy.

• Identify critical resource needs and report them to EOCs and/or multiagency coordination entities.

• Ensure short-term emergency recovery is coordinated to assist in the transition to full recovery operations.

II-B-2-a. Emergency Operations Center [II-B-2-a (Page 27)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for its EOC to include the following core functions:

• Coordination.

• Communications.

• Resource dispatch and tracking.

• Information collection, analysis, and dissemination.

II-B-2-b. Multiagency Coordination Entities [II-B-2-b (Page 28)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for multiagency coordination entities, when established, to be responsible for the following functions:

• Ensure each agency involved in incident management activities is providing appropriate situational awareness and resource status information.

• Establish priorities between incidents and/or Area Commands in concert with the IC or UC(s) involved.

• Acquire and allocate resources required by incident management personnel in concert with the priorities established by the IC or UC.

• Anticipate and identify future resource requirements.

• Coordinate and resolve policy issues arising from the incident(s).

• Provide strategic coordination as required.

• Ensure improvements in plans, procedures, communications, staffing, and other capabilities are acted on, following the incident(s).

• Ensure necessary improvements are coordinated with appropriate preparedness organizations following the incident(s).

II-C-1-a. The PIO Supports the Incident Command [II-C-1-a (Page 28)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for the PIO to:

• Represent and advise the Incident Command on all public information matters relating to the management of the incident.

• Handle functions required to coordinate, clear with appropriate authorities, and disseminate accurate and timely information related to the incident, including handling media and public inquiries, emergency public information and warnings, rumor monitoring and response, and media monitoring.

• Coordinate public information at or near the incident site.

• Serve as the on-scene link to the Joint Information System (JIS).

• Serve as a field PIO with links to the Joint Information Center (JIC) during a large-scale operation.

II-C-1-b. Coordination and Integration [II-C-1-b (Page 29)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to coordinate and integrate public information functions:

• Across jurisdictions and across functional agencies.

• Among Federal, State, local, and tribal partners.

• With private sector and nongovernmental organizations.

II-C-2-a. Joint Information System [II-C-2-a (Page 30)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for its Joint Information System to:

• Provide an organized, integrated, and coordinated mechanism to ensure the delivery of understandable, timely, accurate, and consistent information to the public in a crisis.

• Include plans, protocols, and structures used to provide information to the public during incident operations.

• Encompass all public information operations related to an incident, including all Federal, State, local, tribal, and private organization PIOs, staff, and JICs established to support an incident.

• Perform interagency coordination and integration.

• Develop and deliver coordinated messages.

• Provide support for decisionmakers.

• Be flexible, modular, and adaptable.

II-C-2-b. Joint Information Center [II-C-2-b (Page 30)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans for:

• The JIC to include representatives of each jurisdiction, agency, private sector organization, and nongovernmental organization involved in incident management activities.

• Multiple JIC locations when required by the circumstances of an incident.

• Each JIC to communicate and coordinate with other JICs and other appropriate components of the ICS organization.

III. Preparedness
III-A-2. A Unified Approach [III-A-2 (Page 33)]
_____YES _____NO
The jurisdiction uses a unified approach to preparedness, ensuring mission integration and interoperability across functional and jurisdictional lines, as well as between public and private organizations.

III-B. Achieving Preparedness [III-B (Page 34)]
_____YES _____NO
The jurisdiction has implemented the preparedness cycle in advance of an incident and appropriately included the private sector and nongovernmental organizations.

III-B-1. Preparedness Organizations [III-B-1 (Page 34)]
_____YES _____NO
The jurisdiction has defined and institutionalized one or more preparedness organizations responsible for the jurisdictional and interjurisdictional coordination of NIMS preparedness requirements.

The jurisdiction's preparedness organization(s):

• Have implemented and institutionalized processes, systems, procedures, and/or plans that ensure preparedness activities are coordinated among all appropriate agencies within a jurisdiction, across jurisdictions, and with private organizations.

• Meet regularly.

• Is/are multijurisdictional when regular cross-jurisdiction coordination is necessary.

The jurisdiction's preparedness organization(s) conduct the following preparedness activities:

• Establish and coordinate emergency plans and protocols, including public communications and awareness.

• Integrate and coordinate activities of the jurisdictions and functions within their purview.

• Establish the standards, guidelines, and protocols necessary to promote interoperability among member jurisdictions and agencies.

• Adopt standards, guidelines, and protocols for providing resources to requesting organizations, including protocols for incident support organizations.

• Set priorities for resources and other requirements.

The jurisdiction's preparedness organization(s) have ensured the establishment and maintenance of the following multiagency coordination mechanisms:

• Emergency Operations Centers (EOCs).

• Mutual-aid agreements.

• Incident information systems.

• Nongovernmental organization and private-sector outreach.

• Public awareness and information systems.

• Mechanisms to deal with information and operations security.

III-B-2. Preparedness Programs [III-B-2 (Page 35)]
_____YES _____NO
The jurisdiction has established preparedness programs that specifically address the requirements for each of the following preparedness cycle steps:

• Planning.

• Training.

• Equipping.

• Exercising.

• Evaluating.

• Corrective actions.

• Mitigation actions.

The jurisdiction's preparedness programs have adopted relevant NIMS standards, guidelines, processes, and protocols.

III-B-2-a. Preparedness Planning [III-B-2-a (Page 35)]
_____YES _____NO
The jurisdiction's preparedness planning program has implemented and institutionalized plans that:

• Describe how governmental and nongovernmental resources will be used to support incident management requirements.

• Provide mechanisms for setting priorities.

• Provide mechanisms for integrating multiple entities and functions.

• Provide mechanisms for establishing collaborative relationships.

• Provide mechanisms for ensuring that communications and other systems effectively support the complete spectrum of incident management activities.

III-B-2-a-1. Emergency Operations Plan (EOP) [III-B-2-a-1 (Page 35)]
_____YES _____NO
The jurisdiction has implemented and institutionalized an Emergency Operations Plan (EOP) that:

• Defines the scope of preparedness and incident management activities necessary for the jurisdiction.

• Describes organizational structures, roles and responsibilities, policies, and protocols for providing emergency support.

• Facilitates response and short-term recovery activities.

• Is flexible enough to use in all emergencies.

• Describes the EOP purpose.

• Describes the EOP situation and assumptions.

• Describes the EOP concept of operations.

• Describes the EOP organization and assignment of responsibilities.

• Describes the administration and logistics of the EOP.

• Describes EOP development and maintenance.

• Describes the EOP authorities and references.

• Contains functional annexes.

• Contains hazard-specific appendices.

• Contains a glossary.

• Predesignates jurisdictional and/or functional area representatives to the IC or UC whenever possible.

• Includes pre-incident and post-incident public awareness, education, and communications plans and protocols.

III-B-2-a-2. Procedures [III-B-2-a-2 (Page 36)]
_____YES _____NO
Each organization with responsibilities under the EOP has developed procedures that are documented and implemented through:

• Checklists.

• Resource listings.

• Maps, charts, and other pertinent data.

• Mechanisms for notifying staff.

• Processes for obtaining and using equipment, supplies, and vehicles.

• Methods of obtaining mutual aid.

• Mechanisms for reporting information to organizational work centers and EOCs.

• Communications operating instructions (that include connectivity with private-sector and nongovernmental organizations).

Procedures for risk-based, hazard-specific programs were developed in accordance with all applicable legal requirements.

III-B-2-a-3. Preparedness Plans [III-B-2-a-3 (Page 36)]
_____YES _____NO
The jurisdiction has implemented and institutionalized preparedness plans that describe:

• The process and schedule for identifying and meeting training needs.

• The process and schedule for developing, conducting, and evaluating exercises and correcting identified deficiencies.

• Arrangements for procuring or obtaining required incident management resources through mutual-aid mechanisms.

• Plans for facilities and equipment that can withstand the effects of hazards that the jurisdiction is more likely to face.

III-B-2-a-4. Corrective Action and Mitigation Plans [III-B-2-a-4 (Page 37)]
_____YES _____NO
The jurisdiction has designed corrective action plans to implement procedures based on lessons learned from actual incidents or from training and exercises.

The jurisdiction has designed mitigation plans that describe activities that can be taken before, during, or after an incident to reduce or eliminate risks to persons or property or to lessen the actual or potential effects or consequences of an incident.

III-B-2-a-5. Recovery Plans [III-B-2-a-5 (Page 37)]
_____YES _____NO
The jurisdiction has engaged in long-term recovery planning to identify strategic priorities for restoration, improvement, and growth.

III-B-2-b. Training and Exercises [III-B-2-b (Page 37)]

_____YES _____NO
The jurisdiction has implemented a training and exercise program that involves:

• Incident management organizations and personnel participating in realistic exercises, including multidisciplinary and multijurisdictional events and private-sector and nongovernmental organization

interaction.

• Standard courses on Incident Command and management and incident management structure.

• Standard courses on operational coordination processes and systems.

• Courses focused on discipline-specific subject matter expertise.

• Courses focused on agency-specific subject matter expertise.

III-B-2-c. Personnel Qualification and Certification [III-B-2-c (Page 38)]

_____YES _____NO
The jurisdiction has credentialed its emergency response personnel in accordance with a standard measure of qualification and certification.

III-B-2-d. Equipment Certification [III-B-2-d (Page 39)]

_____YES _____NO
The jurisdiction has implemented an equipment acquisition program that ensures the required equipment will comply with the relevant performance and interoperability standards.

III-B-2-e. Mutual-Aid Agreements [III-B-2-e (Page 39)]
_____YES _____NO
The jurisdiction has implemented mutual-aid agreements, including interstate compacts and intrastate agreements where applicable, with all jurisdictions and organizations they expect to support or from which they expect support.

The jurisdiction has implemented and institutionalized mutual-aid agreements, each of which includes the following elements:

• Definitions of key terms used in the agreement.

• Roles and responsibilities of individual parties.

• Procedures for requesting and providing assistance.

• Procedures, authorities, and rules for payment, reimbursement, and allocation of costs.

• Notification procedures.

• Protocols for interoperable communications.

• Relationships with other interjurisdictional agreements.

• Workers compensation.

• Treatment of liability and immunity.

• Recognition of qualifications and certifications.

• Sharing agreements (as required).

IV. Resource Management
IV-A-1. Concepts [IV-A-1 (Page 43)]

_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to address the underlying concepts of resource management, including:

• A uniform method of identifying, acquiring, allocating, and tracking resources.

• Effective mutual-aid and donor assistance.

• Standardized classification of kinds and types of resources required to support the incident management organization.

• A credentialing system tied to uniform training and certification standards.

• Coordination that is the responsibility of EOCs and/or multiagency coordination entities, as well as specific elements of the ICS structure.

• Encompassing resources contributed by private sector and nongovernmental organizations.

IV-A-2-c. Categorizing Resources [IV-A-2-c (Page 44)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure its resources are categorized by:

• Size.

• Capacity.

• Capability.

• Skill.

IV-A-2-e. Effective Management of Resources [IV-A-2-e (Page 44)]

_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure resource managers use validated practices to perform key resource management tasks systematically and efficiently, including acquisition procedures; management information systems; and ordering, mobilization, dispatching, and demobilization protocols.

IV-B-3. Inventorying Resources [IV-B-3 (Page 46)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure the resource inventory process includes a determination of whether or not the primary-use organization will warehouse items prior to an incident.

The jurisdiction's resource managers build sufficient funding into their budgets for periodic replenishments, preventive maintenance, and capital improvements.

IV-B-4. Identifying Resource Requirements [IV-B-4 (Page 46)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure resource managers:

• Identify, refine, and validate resource requirements throughout the incident life cycle by accurately identifying what and how much is needed, where and when it is needed, and who will be receiving or

using the resource.

• Are able to provide technical assistance to define and translate requirements into a specification when a requestor is unable to describe an item by resource type or classification system.

IV-B-5. Ordering and Acquiring Resources [IV-B-5 (Page 46)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure:

• Requests for items that the IC cannot obtain locally are submitted through the local EOC or multiagency coordination entity using standardized resource ordering procedures.

• If a resource order cannot be filled by the local EOC or multiagency coordination entity, the order is forwarded to the next level (generally an adjacent State, regional, and local EOC, or multiagency coordination entity).

IV-B-6. Mobilizing Resources [IV-B-6 (Page 47)]
_____YES _____NO
The jurisdiction has implemented and institutionalized established notification channels for mobilizing incident response personnel.

The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure initial mobilization notifications include:

• Date, time, and place of departure.

• Mode of transportation to the incident.

• Estimated date and time of arrival.

• Reporting location (address, contact name, and phone number).

• Anticipated incident assignment.

• Resource order number.

• Incident number.

• Applicable cost and funding codes.

The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure that:

• Source organizations are promptly notified when their deploying personnel formally check in onscene.

• Emergency operations centers and incident management teams comply with standard interagency mobilization guidelines.

• Demobilization planning begins as soon as possible.

IV-B-8-a. Nonexpendable Resources [IV-B-8-a (Page 48)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, systems, procedures, and/or plans to ensure:

• All nonexpendable resources are fully accounted for at the incident site and again upon return to the issuing unit.

• Returned resources are restored to fully functional capability and readied for mobilization.

• Broken and/or lost items are replaced, whether through the Supply Unit, by the organization with invoicing responsibility for the incident, or as defined in pre-incident agreements.

• The provision of adequate rest and recuperation time and facilities for human resources.

• Occupational health and mental health issues are addressed, including monitoring how such events affect emergency responders over time.

IV-B-8-b. Expendable Resources [IV-B-8-b (Page 48)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• All expendable resources are fully accounted for.

• The restocking of expendable resources occurs at the point of resource issue.

• The incident management organization bears the costs of expendable resources, as authorized in preplanned financial agreements concluded by preparedness organizations.

• All returned resources that are nonrestorable, whether expendable or nonexpendable, are declared as excess according to controlling entity policies and regulations.

• The management of resources requiring special handling and disposition (e.g., biological waste, contaminated debris) complies with established regulations and policies.

IV-B-9. Reimbursement [IV-B-9 (Page 48)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes and/or procedures that ensure resource providers are reimbursed in a timely manner, including mechanisms for collecting bills, validating costs against the scope of the work, ensuring proper authorities are involved, and accessing reimbursement programs.
V. Communications and Information Management
V-B-1-b. Incident Communications [V-B-1-b (Page 50)]
_____YES _____NO
The jurisdiction has implemented and institutionalized processes, procedures, and/or plans to ensure:

• Incident communications follow the standards called for under the ICS.

• Incident communications will be managed by the IC, using a common communications plan and an incident-based communications center.

• All incident management entities use common terminology for communications.
V-B-2-a-3. Networks [V-B-2-a-3 (Page 51)]
_____YES _____NO
The jurisdiction has implemented and institutionalized information management processes, procedures, and/or plans to ensure:

• Indications and warnings, incident notifications and public communications, and critical information that constitute a common operating picture are disseminated through a combination of networks used by EOCs.

• Notifications are made through mechanisms defined in emergency operations and Incident Action Plans.

V-B-2-a-4. Technology Use [V-B-2-a-4 (Page 51)]
_____YES _____NO
The jurisdiction has implemented and processes, procedures, and/or plans for the use of information management technologies to tie together all command, tactical, and support units and to enable information sharing and corrective actions cataloguing.

V-B-2-b-1. Incident Notification and Situation Report [V-B-2-b-1 (Page 51)]
_____YES _____NO
The jurisdiction has implemented and institutionalized information management processes, procedures, and/or plans to ensure incident notifications and situation reports are standardized.

VI. Supporting Technologies
VI-B-3. Research and Development to Solve Operational Problems 
[VI-B-3 (Page 57)]
_____YES _____NO
Preparedness organizations in the jurisdiction validate, integrate, and prioritize the operational needs of the NIMS users within their purview.
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