NI M5 and the Incident Command System

The way this nation prepares for and responds to donestic incidents is
about to change. It won't be an abrupt change; best practices that have
been devel oped over the years are part of this new conprehensive

nati onal approach to incident managenent known as the National |ncident
Managenent System (NIMS). But it will change — and for the better

Devel oped by the Departnent of Honmeland Security and issued in March
2004, the NIMs will enable responders at all jurisdictional |evels and
across all disciplines to work together nore effectively and
efficiently. Beginning in FY 2006, federal funding for state, local and
tribal preparedness grants will be tied to conpliance with the NI Ms

One of the nost inportant 'best practices' that has been incorporated
into the NNMS is the Incident Conmmand System (I CS), a standard, on-
scene, all-hazards incident nmanagement system already in use by
firefighters, hazardous materials teans, rescuers and emergency nedica
teans. The I CS has been established by the NIMS as the standardized

i nci dent organi zational structure for the management of all incidents.

Al t hough many agenci es now use various forns of ICS, there is

consi derabl e uncertainty about NIMS ICS and the inpact it will have on
systens and processes currently in place. These are inportant questions
because one of the FY 2005 requirenents for inplenenting NIMS is
"institutionalizing the use of ICS, across the entire response system"™

This paper is intended to provide an historical perspective on the
devel opnent of ICS, explain how NIM5 I CS works, describe howit is
di fferent from previous systens, and discuss the future of NIMS ICS
training.

Backgr ound

In Honel and Security Presidential Directive-5 (HSPD-5), President Bush
called on the Secretary of Honel and Security to devel op a nationa

i nci dent managenent systemto provide a consistent nationw de approach
for federal, state, tribal and | ocal governnents to work together to
prepare for, prevent, respond to and recover from donestic incidents,
regardl ess of cause, size or conplexity.

On March 1, 2004, after close collaboration with state and | oca
government officials and representatives froma wi de range of public
saf ety organi zati ons, Honeland Security issued the NIM5. It

i ncorporates many existing best practices into a conprehensive nationa
approach to donestic incident nanagenment, applicable at al
jurisdictional |evels and across all functional disciplines.

The NIMS represents a core set of doctrine, principles, terninology,
and organi zati onal processes to enable effective, efficient and

col I aborative incident managenent at all levels. To provide the
framework for interoperability and conpatibility, the NIMS is based on
a bal ance between flexibility and standardi zati on. The recomrendati ons
of the National Comm ssion on Terrorist Attacks upon the United States
(the "9/11 Conmi ssion") further highlight the inportance of ICS. The
Conmi ssion's recent report reconmrends national adoption of the ICSto
enhance command, control and comruni cati ons capabilities.
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The History of Incident Command System

The concept of |1 CS was devel oped nore than thirty years ago, in the
aftermath of a devastating wildfire in California. During 13 days in
1970, 16 lives were lost, 700 structures were destroyed and over one-
half mllion acres burned. The overall cost and | oss associated with
these fires totaled $18 mllion per day. Al though all of the responding
agenci es cooperated to the best of their ability, numerous problens

wi th comuni cation and coordi nati on hanpered their effectiveness. As a
result, the Congress nandated that the U S. Forest Service design a
systemthat would "nake a quantumjunp in the capabilities of Southern
California wildland fire protection agencies to effectively coordinate
i nteragency action and to all ocate suppression resources in dynamc
multiple-fire situations.”

The California Departnment of Forestry and Fire Protection, the
CGovernor's O fice of Energency Services; the Los Angel es, Ventura and
Santa Barbara County Fire Departments; and the Los Angeles City Fire
Departnent joined with the U S. Forest Service to develop the system
Thi s system becane known as FI RESCOPE (Firefighting Resources of
California Organized for Potential Emergencies).

In 1973, the first "FI RESCOPE Techni cal Team' was established to guide
the research and devel opnent design. Two nmj or conponents canme out of
this work, the ICS and the Multi- Agency Coordination System ( MACS).
The FIRESCOPE ICS is primarily a conmand and control system delineating
job responsibilities and organi zational structure for the purpose of
managi ng day-to-day operations for all types of energency incidents.

By the m d-seventies, the FI RESCOPE agenci es had fornally agreed upon
on | CS common term nol ogy and procedures and conducted limted field-
testing of ICS. By 1980, parts of |ICS had been used successfully on
several major wildland and urban fire incidents. It was formally
adopted by the Los Angeles Fire Departnent, the California Departnent
of Forestry and Fire Protection (CDF), the Governor's Ofice of

Ener gency Services (CES), and endorsed by the State Board of Fire
Ser vi ces.

Al so during the 1970s, the National WIldfire Coordinating G oup (NG
was chartered to coordinate fire managenent prograns of the various
participating federal and state agencies. By 1980, FIRESCOPE |CS
trai ni ng was under devel opment. Recognizing that in addition to the

| ocal users for which it was designed, the FI RESCOPE training could
sati sfy the needs of other state and federal agencies, the NWG
conducted an anal ysis of FIRESCOPE ICS for possible nationa
application.

By 1981, ICS was widely used throughout Southern California by the
major fire agencies. In addition, the use of ICS in response to non-
fire incidents was increasing. Although FIRESCOPE |ICS was originally
devel oped to assist in the response to wildland fires, it was quickly
recogni zed as a systemthat could help public safety responders provide
ef fective and coordi nated inci dent managenent for a w de range of
situations, including floods, hazardous materials accidents,

eart hquakes and aircraft crashes. It was flexible enough to manage

cat astrophic incidents involving thousands of energency response and
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managenent personnel. By introducing relatively mnor terninology,
organi zati onal and procedural nodifications to FIRESCOPE ICS, the NI M
| CS becane adaptable to an all-hazards environment.

Wil e tactically each type of incident nay be handl ed sonewhat
differently, the overall incident nmanagenment approach still utilizes
the major functions of the Incident Command System The FI RESCOPE
board of directors and the NWG reconmended nati onal application of

ICS. 1In 1982, all FIRESCOPE |ICS docunentation was revi sed and adopt ed
as the National |Interagency Incident Managenent System (NIIMS). 1In the
years since FI RESCOPE and the NI M5 were bl ended, the FI RESCOPE
agenci es and the NWCG have worked together to update and maintain the

I nci dent Conmand System Operational System Description (1CS 120-1).
Thi s docunent would | ater serve as the basis for the NIMS ICS

Vari ations on the Thene

In the early 1970s, the Phoenix Fire Departnment devel oped the Fire
Ground Command System (FGC). The concepts of FGC were sinmlar to

FI RESCOPE I CS but there were differences in terninology and in

organi zati onal structure. The FGC system was devel oped for structura
firefighting and was designed for operations of 25 or fewer conpanies.

There were several efforts to "blend" the various incident comand
systens. One early effort was in 1987 when the National Fire Protection
Associ ati on (NFPA) undertook the devel opment of NFPA 1561, then called
Standard on Fire Department Incident Managenent System The NFPA
conmittee quickly recognized that the nmajority of the incident comrand
systenms in existence at the tinme were sinmlar. The differences anong
the systens were nostly due to variations in termnology for simlar
conponents. That NFPA standard, later revised to its present title:

St andard on Emergency Services |ncident Managenent, provides for

organi zations to adopt or modify existing systems to suit |oca

requi renents or preferences as long as they neet specific performance
nmeasur enent s.

Recogni zi ng the continuing chall enges occurring in the fire service in
appl yi ng a common approach to incident conmand, the National Fire
Service | ncident Managenment System (I MS) Consortiumwas created in
1990. Its purpose was to eval uate an approach to devel oping a single
conmand system The consortium consi sted of many individual fire
service | eaders, representatives of nost mpjor fire service

organi zations and representatives of federal, state and | ocal agencies,
i ncl udi ng FI RESCOPE and the Phoenix Fire Departnent. One of the

signi ficant outconmes of the consortium s work was an agreenent on the
need to devel op operational protocols within ICS, so that fire and
rescue personnel would be able to apply the ICS as one conmpn system

In 1993, the IMS consortiumconpleted its first docunment: Mode
Procedures Guide for Structural Firefighting. As a result, FlIRESCOPE
i ncorporated the nodel procedures, thereby enhancing its organizationa
structure with operational protocols. These changes enabl ed the
nation's fire and rescue personnel to apply the ICS effectively
regardl ess of what region of the country they were assigned to work.
The National Fire Acadeny (NFA), having al ready adopted the FI RESCOPE
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ICS in 1980, incorporated this material into its training curriculumas
wel | .

Nati onal |ncident Managenment System

The NI M5 provides a consistent, flexible and adjustable nationa
framework within which government and private entities at all levels
can work together to manage donestic incidents, regardless of their
cause, size, location or conplexity. This flexibility applies across
al | phases of incident nmanagenent: prevention, preparedness, response,
recovery and nitigation

The NI MS provides a set of standardized organizational structures —
including the ICS, Milti-Agency Coordination Systens and public
infornati on systems — as well as requirenents for processes, procedures
and systens to inprove interoperability anobng jurisdictions and

di sciplines in various areas.

Honel and Security recogni zes that the overwhel mng majority of
enmergency incidents are handled on a daily basis by a single
jurisdiction at the local |evel. However, the challenges we face as a
nation are far greater than the capabilities of any one comunity or
state, but no greater than the sumof all of us working together.

There will be instances in which successful donmestic incident
nmanagenent operations depend on the invol verent of energency responders
frommltiple jurisdictions, as well as personnel and equi prent from
other states and the federal governnent. These instances require

ef fective and efficient coordination across a broad spectrum of

organi zations and activities.

The success of the operations will depend on the ability to nobilize
and effectively utilize multiple outside resources. These resources
nust cone together in an organi zational framework that is understood by
everyone and nust utilize a comon plan, as specified through a process
of incident action planning. This will only be possible if we unite,

pl an, exercise and respond using a common National I|ncident Management
System

When Honel and Security rel eased the NIMS on March 1, 2004, Secretary
Tom Ri dge and Under Secretary Brown specifically highlighted conpliance
with the I CS as being possible fairly quickly. They recogni zed that in
some cities, the fire and police departnments have worked together using
ICS for years. In other places, only the fire departnent used ICS

Al t hough | aw enforcenment, public works and public health were aware of
the concept, they regarded ICS as a fire service system The N M5 ends
this discrepancy because HSPD-5 requires state and | ocal adoption of

NI M5 as a condition for receiving federal preparedness funding.

VWiile I CS was first pioneered by the fire service, it is, at its core,
a managenent system designed to integrate resources to effectively
attack a comon problem This systemis not exclusive to one

di scipline or one set of circunstances; its hallmark is its flexibility
to accomodate all circunstances.

Sone purists may claimthat a particular application of ICSis not
consistent with the NIMS. Yet, we need not approach ICS with the sane
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mat henati cal precision used by an engineer. W are changing the culture

of organi zations and first responders at all levels of government. As
long as inmplenentation of ICSis consistent with the basic principles
expressed in the NIMS, we will have made significant progress. Further

refinements can be achieved over tine based on experience with its use.

VWhat is NIM5 | CS?

Wth the exception of the way the intelligence function is handled, the
principles and concepts of NNMS ICS are the same as the FI RESCOPE and
NI IMS | CS

I CS Managenment Characteristics

ICS is based on proven managenent tools that contribute to the strength
and efficiency of the overall system The follow ng | CS managenent
characteristics are taught by DHS in its ICS trai ning prograns:

Conmon Ter ni nol ogy

Modul ar Organi zati on

Managenent by Objectives

Rel i ance on an Incident Action Plan
Manageabl e Span of Contro

Pre-desi gnated Incident Mbilization Center Locations &
Facilities

Conpr ehensi ve Resource Managenent

I nt egrat ed Communi cati ons

Est abl i shment and Transfer of Comand
Chain of Command and Unity of Command
Uni fied Command

Accountability of Resources and Personne
Depl oynent

Information and Intelligence Managenent.

O O0OO0OO0OO0OOo

O O0OO0OO0OO0OO0OO0OO0

I CS Command St af f

Conmand conpri ses the Incident Conmander (1C) and Command Staff.
Conmand staff positions are established to assign responsibility for
key activities not specifically identified in the General Staff
functional elenents. These positions may include the Public
Information O ficer (PIO, Safety Oficer (SO, and the Liaison Oficer
(LNO, in additional to various others, as required and assigned by the
I C

Uni fi ed Conmand (UC)

Uni fied Command (UC) is an inportant elenent in nulti-jurisdictional or
nmul ti-agency donestic incident nanagenent. It provides guidelines to
enabl e agencies with different |egal, geographic, and functiona
responsibilities to coordinate, plan, and interact effectively. As a
team the Unified Command overcones much of the inefficiency and
duplication of effort that can occur when agencies fromdifferent
functional and geographic jurisdictions, or agencies at different

| evel s of government, operate without a comon system or organizationa
framework. The primary difference between the single conmand structure
and the UC structure is that in a single command structure, the ICis
sol ely responsi ble for establishing incident nanagenent objectives and
strategies. In a UC structure, the individuals designated by their
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jurisdictional authorities jointly determ ne objectives, plans, and
priorities and work together to execute them

CGeneral Staff

The General Staff includes incident nmanagenment personnel who represent
the major functional elenents of the ICS, including the Operations
Section Chief, Planning Section Chief, Logistics Section Chief, and

Fi nance/ Adm ni stration Section Chief. Command Staff and General Staff
must continually interact and share vital information and estimtes of
the current and future situation and devel op reconmended courses of
action for consideration by the IC

I nci dent Action Plan (IAP)

The 1 AP includes the overall incident objectives and strategies
established by the IC or UC. The Planning Section is responsible for
devel opi ng and docunenting the 1AP. In the case of UC, the | AP nust
adequately address the overall incident objectives, mssion

operational assignnments, and policy needs of each jurisdictiona
agency. This planning process is acconplished with productive

i nteraction between jurisdictions, functional agencies, and private
organi zations. The | AP al so addresses tactical objectives and support
activities for one operational period, generally 12 to 24 hours. The
| AP al so contains provisions for continuous incorporation of "lessons
| earned” as identified by the Incident Safety O ficer or incident
managenent personnel as activities progress.

Area Comrand

Area Command is activated only if necessary, depending on the
conplexity of the incident and span-of- control considerations. An
area conmand i s established either to oversee the managenent of

nmul tiple incidents that are being handl ed by separate I CS organi zati ons
or to oversee the managenment of a very large incident that involves
multiple ICS organizations. It is inportant to note that Area Conmand
does not have operational responsibilities. For incidents under its
aut hority, the Area Command:

0o Sets overall agency incident-related priorities;

0o Allocates critical resources according to established
priorities;

o Ensures that incidents are nanaged properly;

o Ensures effective conmunications;

o Ensures that incident nanagenent objectives are net and do
not conflict with each other or with agency poli cies;

o ldentifies critical resource needs and reports themto the
Enmer gency Operations Center(s);

o Ensures that short-term energency recovery is coordinated
to assist in the transition to full recovery operations;
and Provi des for personnel accountability and a safe
operating environnent.

The Difference between NIMS I CS and FI RESCOPE/ NI I M5 | CS

The 1 CS organi zation has five major functions, including comrand,
operations, planning, |ogistics, and finance and adm nistration. In the
NIM5S ICS, a potential sixth functional area to cover the intelligence
function can be established for gathering and sharing incident related
i nfornmation and intelligence.
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The Information and Intelligence function provides analysis and sharing
of information and intelligence during an incident. Intelligence can

i ncl ude national security or classified information but also can

i ncl ude operational information such as risk assessnents, nedica
intelligence, weather information, structural designs of buildings and
toxi c contam nant levels. Traditionally, information and intelligence
functions are located in the Planning Section. 1In exceptiona
situations, however, the I1C may need to assign this role to other parts
of the ICS organization. Under the NIMS ICS, the intelligence and

i nfornmati on function may be assigned in one of the follow ng ways:

o Wthin the Cormand Staff;

0 As a unit within the Planning Section;

0 As a branch within the Qperations Section; or
0 As a separate Ceneral Staff Section

I CS as taught by Honel and Security

One of the first steps for becom ng conpliant with the NIMS requires
states and | ocal governnents to institutionalize the use of ICS (as
taught by Homel and Security) across the entire response system This
means that |1 CS training nmust be consistent with the concepts,
principles and characteristics of the ICS training offered by the
various DHS training entities. |1CS training courses need not be taught
by a DHS enpl oyee or at a DHS facility, although they can be.

Organi zations that are devel oping ICS training courses should be sure
to review their materials and revise themif they are not consistent

wi th DHS concepts and principl es.

Avail able NIMS I CS Trai ning

DHS, through its many traini ng bodies, nakes ICS training avail able.
I CS training devel oped by the Federal Energency Management Agency
(FEMA) i ncl udes:

| CS-100, Introduction to |ICS
| CS-200, Basic ICS

| CS-300, Internediate |ICS

| CS-400, Advanced I CS

O 00O

To participate in FEMA's ICS training, contact the state energency
managenent training office. The Enmergency Managenent Institute (EM)
and the National Fire Acadeny (NFA) also offer I CS Train-the-Trainer
classes at their Emmtsburg, Mi., facility. A variety of other ICS
training progranms are available. The NIMS Integration Center is working
with federal and state training providers to ensure that their ICS
course offerings are consistent with the N M.

Responders who have al ready been trained in ICS do not need retraining
if their previous training is consistent with DHS standards. Since N M
ICS is based on FI RESCOPE and NI I M5, any training devel oped or provided
by FIRESCOPE and NII M5 is consistent with NIM5S I CS
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The Future of NIMS ICS Training

Over tine, the NIM5 Integration Center will continue to define the
critical components of NIMS ICS, and training providers should update
their courses accordingly. Wth so nany training bodies and conpani es
offering ICS training, it will be inpossible in the near termfor the
Center to certify each training programas "NIM5 ICS conpliant." But,
the Center will provide NIMS ICS training and nmake the training
materials available to others who offer |ICS training.

More specific I CS nobdul es, such as those devel oped by FI RESCOPE to
facilitate the use of ICSin situations other than wildland fires,
shoul d be reviewed and updated to become additi onal components of N M5
ICS training. The FIRESCOPE | CS nodul es include Milti-Casualty,
Hazardous Materials, High-rise, WIdland/ U ban Interface, and Urban
Search and Rescue applications. As groups |like the NWCG and FI RESCOPE
update their ICS training nodules, the NIMs Integration Center will be
an active participant. Those |ICS nodul es can formthe basis for

a suite of ICStraining materials in which responders from al

di sciplines and at all |evels of governnment can learn howto fit into
the 1 CS structure and how to work with ot her responders.

Updates and revisions to existing ICS training nodul es shoul d incl ude
the nodifications necessary to allow for multiple nethods of delivery.
To ensure that all responders adopt and use ICS, we nust provide |ICS
training in nunerous ways. Classroominstruction, field training,

i ndependent study and distance |earning are all valuable training

nmet hods. The nore materials and options that the Center and its
partners, the training providers, can provide, the nmore responders will
be trained to use ICS. ICS training also shoul d encourage and support
integrated training opportunities, where |aw enforcenent, fire, public
heal t h, emergency nedical, energency managerent, and public works
personnel froma jurisdiction are trained together on using ICS. Wile
t he response disciplines may need specific tools and training to
understand how they fit into the ICS structure, everyone should |earn

t he sane incident command system

Concl usi ons

Thr oughout the transition to the National I|ncident Managenent System
it is inportant to renmenber why we have the NIMs and why ICS is a
critical piece of the incident management system Mst incidents are
| ocal, but when we're faced with the worst-case scenario, such as
Sept. 11, 2001, all respondi ng agenci es nust be able to interface and
work together. The NIMS, and in particular, the I CS component, allow
that to happen, but only if the foundation has been laid at the | oca
level. If local jurisdictions adopt a variation of ICS that cannot grow
or is not applicable to other disciplines, the critical interface

bet ween respondi ng agenci es and jurisdictions cannot occur when the
response expands.

It is inmportant that everyone understand that with the establishment of
the NIMS, there is only one ICS. As agenci es adopt the principles and

concepts of ICS as established in the NIMS, the incident command system
can expand to neet the needs of the response, regardl ess of the size or
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nunber of responders. The key to both NIMS and ICS is a bal ance between
standardi zation and flexibility.

The NIMS Integration Center (NIC) is working towards a comon

under standi ng and application of the ICS. As the office established to
nmanage and oversee the entire NIMS, the Center will continue its

col l aboration with stakehol ders at all |evels of governnment and across
all response disciplines. The initial staff is detailed from other
parts of DHS, including FEMA, the Ofice for Donestic Preparedness
(ODP) and the Science and Technol ogy (S&T) Directorate. As the N M
Integration Center continues to grow, it will evolve into a robust,
fully integrated center that will incorporate additional DHS enpl oyees,
i nteragency detailees and liaisons, as well as state, tribal and I oca
government representatives.

The NI M5 docurent is avail able on www. f ena. gov/ nins. HSPD-5 states
that: "Beginning in Fiscal Year 2005, Federal departnments and agencies
shal | nake adoption of the NIM5s a requirenent, to the extent pernmtted
by law, for providing Federal preparedness assi stance through grants,
contracts, or other activities. The Secretary shall devel op standards
and guidelines for determ ning whether a State or local entity has
adopted the N M. "

The NI C has devel oped a NI M5 web page to provide updated infornmation
and resources to assist with NIMS i nplenentation. The web page can be
found at: www fema. gov/nins. Fromthis page, you can also email your

NI M5 rel ated questions to the NIMS Integration Center (N M-

i ntegration-Center@hs.gov). A N M5 Awareness Course is also avail able
t hrough the NI M5 web page.
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